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MEMORANDUM FOR DISTRIBUTION 
 
SUBJECT:  Calendar Year 2007 Joint Interoperability Test Command (JITC) Interoperability 
Status Report 
 
Reference:  Chairman of the Joint Chiefs of Staff Instruction (CJCSI) 6212.01D, 

“Interoperability and Supportability of Information Technology and National 
Security Systems,” 8 March 2006 

 
 
1.  As required in CJCSI 6212.01D, JITC is providing an annual report, enclosure 1, 
summarizing calendar year (CY) 2007 system interoperability test certification status.  
 
2.  During CY 2007, JITC supported 203 test activities involving 135 Department of Defense 
(DoD) systems.  During this period, JITC issued 264 interoperability testing and certification 
related products:  97 Joint Interoperability Test Certifications; 96 Standards Conformance 
Certifications; 59 Joint Interoperability Assessments; and 12 Standards Conformance 
Assessments. 
 
3.  This report describes the general methodology JITC used to determine interoperability status 
and summarizes interoperability status throughout DoD.  Additional information is located at 
http://jitc.fhu.disa.mil and in our reports database at http://jit.fhu.disa.mil. 
 
4.  The point of contact for this report is Ms. Susie Puffer, commercial (520) 538-0471, 
DSN 879-0471, or e-mail:  lia.puffer@disa.mil. 
 
 
 
 
 
1 Enclosure a/s   RONALD C. STEPHENS 
   Colonel, USA 
   Commander 
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CALENDAR YEAR 2007 JITC INTEROPERABILITY STATUS 
REPORT 

 
 
OVERVIEW 
 
JITC produced this report to comply with Chairman of the Joint Chiefs of Staff Instruction 
(CJCSI) 6212.01D, "Interoperability and Supportability of Information Technology and National 
Security Systems," 8 March 2006.  "The Defense Information Systems Agency (DISA) must 
publish an annual report to the Joint Staff J-6, Under Secretary of Defense (USD) Acquisition, 
Technology and Logistics (AT&L), Assistant Secretary of Defense (ASD) Networks and 
Information Integration (NII), Department of Defense (DoD) Chief Information officer (CIO), 
Director of Operational Test & Evaluation (DOT&E), DoD Executive Agent for Space, United 
States Joint Forces Command (USJFCOM), Military Services, and Program Offices containing 
an executive summary of systems tested for Information Technology (IT) and National Security 
Systems (NSS) interoperability by functional area." 
 
JITC issued 264 interoperability testing and certification related products in 2007.  (See Table 1 
for details.)  In addition, JITC supported other Joint Staff initiatives, such as the review of 71 
Test Exemption and 37 Information Support Plan (ISP) Legacy Waiver requests.  JITC also 
processed 255 Interim Certificate to Operate (ICTO) requests in support of the Military 
Communications-Electronics Board (MCEB) Interoperability Test Panel (ITP).   
 
JITC identifies key systems through various sources, including systems lists put together by the 
Office of the Secretary of Defense (OSD), USJFCOM, Combatant Commanders, and ASD (NII). 
Current system information sources include the OSD Test and Evaluation Oversight List, the 
Joint C4I [Command, Control, Communications, Computers and Intelligence] Program 
Assessment Tool-Empowered (JCPAT-E), the JITC System Tracking Program (STP) 
(https://stp.fhu.disa.mil), and the JITC Joint Interoperability Tool (JIT) (http://jit.fhu.disa.mil). 
 
JITC regularly supports Combatant Command contingencies and exercises; this helps identify 
systems not on the various DoD tracking lists.  JITC uses Combatant Command liaisons and 
JITC-assigned subject matter experts to identify other systems requiring interoperability testing 
and certification.  JITC uses this approach to identify systems requiring interoperability 
certification due to the lack of a mature and fully populated DoD system registry. 



 

2 

SYSTEM TRACKING PROGRAM (STP) 
 
The STP provides access to system, testing, and joint interoperability certification information, 
to include capabilities document citations, test plans, test reports, Interim Certificate to Operate 
(ICTO) letters, and interoperability testing and certification related documents.  The STP tracks a 
system's progress towards Joint Interoperability Test Certification.  The STP tracked 1,907 active 
systems throughout 2007, and has 1,168 user accounts; 677 assigned to external customers: such 
as the services, Combatant Commanders, DOT&E, Joint Staff, and the General Accountability 
Office.   
 
 
NET-READY KEY PERFORMANCE PARAMETER (NR-KPP) 
 
The DoD continues to focus attention on interoperability certification and NR-KPP testing.  The 
elements of the NR-KPP continue to evolve, but remain a testing challenge as we face a lack of 
Joint integrated architectures, COI data strategy and service governance, KIP configuration 
management, and availability of validated reference implementations.   
 
 
JOINT DISTRIBUTED TESTING 
 
JITC continued support of distributed test events for the Integrated Air & Missile Defense, Joint 
Tactical Data Link, and Defense Common Ground System (DCGS) communities. 
 
JITC worked closely with the Defense Information Systems Network Leading Edge Services 
(DISN-LES) service provider on the transition of the existing joint distributed test community to 
the DISN Core.  JITC also worked with the DISA CONUS Global NetOps Support Center 
(GNSC) to delineate roles for managing the black and red sides of the network.  JITC manages 
the red side of the test network and provides the interface to the user community for resolving 
issues.  This transition to the DISN Core allows the joint test community to use an operationally 
realistic environment (DISN) to test systems and services in support of developmental testing 
and future operational testing.  Current user communities on the DISN-LES include the Joint 
Tactical Data Link, DCGS Distributed Test Enterprise (DDTE), the Navy Distributed 
Engineering Plant (DEP), and various other joint sites.  
 
  
JITC ORGANIZATIONAL STRUCTURE 
 
JITC is organized to align with U.S. Code Title X core mission areas (Figure 1); to provide 
consistent best practices and processes across the organization; and support implementation of a 
risk-based test strategy that enables fast and agile testing.  Figure 2 depicts JITC’s organizational 
structure.  Figures 1 and 2 are color coded to show the correlation between the mission areas in 
Figure 1, and the portfolios in Figure 2. 
 



 

3 

6

IT Portfolio Management/Mission IT Portfolio Management/Mission 
Area OrganizationArea Organization

Information Assurance

DOD (Title 10) IC (Title 50)

UsersUsers

Other
Federal
Coalition

DOD CIO EB

JROC

Business 
Transformation Agency

Business Mission Area Warfighting Mission Area DOD Intel Mission Area

DOD IT Portfolio Management Mission Areas and Governance

USD(I)

IT IntegratorJ-6 IT Capability Integrator

W
ea

po
n 

Sy
st

em
Li

fe
 C

yc
le

 M
gm

t

Fi
na

nc
ia

l M
gm

t

H
um

an
 R

es
ou

rc
e 

M
gm

t

M
at

er
ia

l S
er

vi
ce

 
&

 S
up

pl
y 

M
gm

t

R
ea

l P
ro

pe
rt

y 
&

 
In

st
al

la
tio

n 
L

ife
cy

cl
e 

M
gm

t

DIMA 
Domains –

TBD

Fo
rc

e 
M

an
ag

em
en

t

Fo
cu

se
d 

L
og

is
tic

s

Fo
rc

e 
Pr

ot
ec

tio
n

Fo
rc

e 
A

pp
lic

at
io

n

B
at

tle
sp

ac
e 

A
w

ar
en

es
s

C
om

m
an

d 
&

 C
on

tr
ol

N
et

-C
en

tr
ic

T
ra

in
in

g

DBSMC

Enterprise Information Environment Mission Area

Cross-Cutting & Interdependent Domains

Communications Computing Infrastructure Core Enterprise Services

 
Legend 
CIO Chief Information Officer  EB Electronic Business 

 IC Intelligence Community DBSMC Defense Business Systems 
Management Committee  IT Information Technology 

DoD Department of Defense  JROC Joint Requirements Oversight Council 
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Figure 2.  JITC Organization 

 
 
JITC KEY FUNCTIONAL AREAS 
 
JITC addresses interoperability across a broad spectrum of systems.  For this report, JITC 
references the seven portfolios:  Enterprise Services, Focused Logistics/Business, C2 and 
Battlespace Awareness, National Intelligence, Battlespace Communications, Force 
Application/Force Protection, and Homeland Security/Information Assurance portfolios.  Table 1 
shows the number of interoperability testing and certification related products issued in calendar 
year 2007 in these areas, as well as their respective status.  The following paragraphs summarize 
the status of interoperability in these areas.  Detailed reports on these areas are attached in the 
Appendices A through G.  These appendices report total systems examined during the year. 
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JITC will report interoperability status by the type of certification issued.  These certifications 
are defined in CJCSI 6212.01D.  See Appendix H for details. 

 
              

Table 1.  CY 2007 Interoperability Status by Division/Portfolio 
 

Interoperability Status Category JT1 JTB JTC JTD JTE JTF JTG Total 
Interoperability Test Certification  3   4   6    9   2  1 25 
Limited Interoperability Test Certification  3   6   3  12   3  2 29 
Special Interoperability Test Certification        43   43 
Interoperability Assessment 1 3   5   3  15 17 15 59 
Standards Conformance Certification     1 31  63      1 96 
Standards Conformance Assessment      1  11   12 
Total 1 9 16 44  153 22 19  264 
Legend 
C2 Command and Control JTD Force Application/Force Protection 

Portfolio 
CY Calendar Year JTE Battlespace Communications Portfolio 
JT1 Operational Test and Evaluation Division JTF National Intelligence Portfolio 
JTB Focused Logistics and Business Portfolio JTG Homeland Security/Information Assurance 

Portfolio 
JTC C2 Battlespace Awareness Portfolio   
 
 
JITC PORTFOLIOS/DIVISIONS 
 
 
ENTERPRISE SERVICES PORTFOLIO SYSTEMS STATUS  
 
JITC conducted testing on several DoD Enterprise Services programs.  JITC tested all four 
product lines of the Net-Centric Enterprise Services program: Collaboration, Content Discovery, 
Portal, and Service Oriented Architecture Foundation.  JITC also tested several DISA programs 
that are migrating to a Service Oriented Architecture, including Global Command 
and Control System - Joint (GCCS-J), and Global Combat Support System (GCSS). 
 
 
FOCUSED LOGISTICS/BUSINESS PORTFOLIO SYSTEMS STATUS 
 
Focused Logistics/Business Portfolio provided testing services to include developmental, 
operational, Independent Verification and Validation (IV&V), interoperability, and information 
assurance.  Focused Logistics/Business Portfolio assisted programs in transitioning to a 
capability-based net-centric environment; ensured DoD testing and certification policy and 
performance compliance of NSS/IT systems within the Business Mission Area, to include 
commercial vendor interoperability and standards conformance assessments; and served as lead 
DISA-JITC representative for full spectrum test support of all Joint logistics and business 
systems.  See Appendix B for additional details. 
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COMMAND AND CONTROL (C2)/BATTLESPACE AWARENESS PORTFOLIO 
SYSTEMS STATUS   
 
The diverse nature of DoD C2 systems presents significant interoperability challenges with 
potentially major operational impacts to the warfighter.  JITC worked with several major 
transformational programs, including the Army's Future Combat Systems (FCS), the Net- 
Enabled Command Capability (NECC) that is poised to replace the Global Command and 
Control System (GCCS), and Unmanned Ariel Sensors (UAS) and their supporting 
infrastructure.  This section categorizes C2 systems as generic C2 systems, Tactical Data Links, 
and United States Message Text Format systems.  See Appendix C for additional details.               
 
 
FORCE APPLICATION/FORCE PROTECTION PORTFOLIO SYSTEMS STATUS 
 

Data link and related efforts -  JITC examined 16 U.S. and 1 Swiss tactical data link 
systems in 2007 (not counting 6 systems actively participating in the test process).  JITC also 
executed two NATO Tactical Data Link Interoperability Tests (NTDLIOTs) during 2007, and 
executed three Combined Tactical Data Link Interoperability Tests during 2007.  JITC examined 
one Variable Message Format (VMF) system, and five United States Message Text Format 
(USMTF) systems in 2007.   

 
Ballistic Missile Defense - JITC Team used results from flight and ground tests held 

during 2007 to provide quarterly updates to the OTA Team Operational Assessment Briefing and 
Database and an annual update to the OTA Team Operational Assessment Report.  This report is 
provided to the Director, Operational Test and Evaluation (DOT&E) who reports annual results 
to the United States Congress. 
 

Nuclear, Biological, Chemical, and Radiological (NBCR) Programs - JITC executed 
five interoperability evaluations of Chemical and Biological Defense Program systems during 
2007.  
 

Identification, Friend or Foe (IFF) Programs - JITC provided interoperability testing 
and certification support for Navy Mode 5 IFF upgrades, Navy Mode S IFF upgrades, and the 
USAF F-15 Mode 5 IFF upgrade. 

 
Tactical Gateway Programs - Programs JITC supported during 2007 include the Roll 

on Beyond-Line-of Sight Enhancement (ROBE), Pocket J, Situation Awareness Data Link 
(SADL), Joint Range Extension (JRE), the Air Defense Systems Integrator (ADSI), the Common 
Link Integration Processing (CLIP) program, and the Joint Interface Control Officer (JICO) 
Support System (JSS). 

 
SMART Weapons/Network Enabled Weapons - JITC started a Network Enabled 

Weapons Testing program with the initiation of the Joint Stand-Off Weapon (JSOW C-1) task. 
JITC also initiated contact with all other NEW increment 1 systems (Small Diameter Bomb II, 
HARPOON, and JASSM). 
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USN Platforms - JITC supported eight DT events and one joint exercise for Navy ship 
platforms resulting in collection of data to leverage towards three full joint interoperability 
certifications and one interoperability assessment.  JITC participated in five DT/OT events for 
sub-surface Navy programs resulting in a limited joint interoperability certification for the Ohio 
Class submarine and leverage towards a Virginia Class submarine full joint interoperability 
certification.  JITC Participated in eight OT and DT events for Navy Fighter/Attack Aircraft and 
their subsystems resulting in one subsystem full certification for AESA, and collection of data to 
leverage towards an F/A-18 E/F and E/A-18 G joint interoperability certification in FY08/09. 
 

Rotary Wing Platforms - JITC conducted interoperability testing on five rotary wing 
platforms during 2007 (CH-47F, MV-22, CV-22, MH-60R, and UH-60M).  JITC reviewed 
documentation and participated in test meetings for the E-6B, AH-64D, and CH-53K platforms, 
which are not scheduled to go to test until 2009, 2012, and 2014 respectively. 

 
Joint Strike Fighter - JITC was a key member of the Joint Strike Fighter (JSF) team 

throughout 2007.  JITC established an Autonomic Logistics (AL) working dialogue with various 
Integrated Product Teams responsible for Autonomic Logistics Information Systems (ALIS) and 
Off-board Mission System (OMS) interoperability certification.  JITC performed a detailed 
review of the JSF Program Requirements Specification for comparison to Military Standard 
6016C and initiated a response to the JSF Joint Program Office (JPO) on findings and 
recommendations.   
 
 
BATTLESPACE COMMUNICATIONS PORTFOLIO SYSTEMS STATUS 
 
Battlespace communications provide the transport links between all warfighters and the 
applications and services that support them.  Continued advances in technologies, as well as the 
convergence of voice, video, and data facilitated improved communications, but also gave rise to 
a diverse mix of interoperability challenges.  Indeed, the vast majority of requests for help that 
JITC received through our warfighter hotline dealt with communication systems. Accordingly, 
JITC put significant effort into the testing and certification of upgraded and emerging 
communications systems and technologies.  JITC’s Battlespace Communications Portfolio is 
responsible for all communications interoperability testing, from small wireless devices to 
optical networks, from secure facsimile systems to secure video teleconferencing capabilities, 
from tactical radios to the Defense Integrated Services Network, and from IPv6 enhancements to 
everything-over-IP implementations.  See Appendix E for additional details.            

DoD Interoperability Communication Exercise (DICE) –  DICE 07 was conducted 3 
times in 2007 to accommodate the growing need for joint interoperability certifications, 
assessments and training.   There were 69 total participants, 33 interoperability test and 
evaluations, 8 experiments, and 28 Support Services/Tactics, Techniques and Procedure 
executions.  Participants were from each of the military Services, USNORTHCOM (Northern 
Command), and the Department of Homeland Security’s Federal Emergency Management 
Agency and U.S. Coast Guard as well as state, county, and municipal first responders.   
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Unified Capabilities Approved Products List (UCAPL) - was expanded to include 
more devices tested and certified by JITC.  This product list encourages DoD Program Managers 
to buy devices for their programs from this list first.   

 
Ultrahigh Frequency (UHF) SATCOM Test Facility – began updating certification 

procedures needed for the Integrated Waveform. 
 
Joint Tactical Radio System (JTRS) Test Facility - finalized certification procedures in 

preparation for testing JTRS devices in CY 2008.  Increased involvement with the 
Transformational Communication Systems (TCS) prepares JITC to test not only the satellite 
terminals, but also the ground components for these TCS programs.  Validated test automation 
procedures on several JTRS waveforms to streamline test and engineering cycles. 
 

Telecom Switched Services Interoperability Program (TSSI) Defense Switched 
Network (DSN) Test Program - The TSSI test program completed 23 interoperability 
certification tests of which 16 resulted in certifications. There were 31 IA assessments 
performed, five of which were approved by the Defense Systems Accreditation Working Group 
(DSAWG). All together, 23 more items were added to the Approved Products List during this 
reporting period.   

 
Defense Red Switch Network - Defense Red Switch Network (DRSN) completed 

testing of new operational software versions for the Secure Digital Switch (SDS), the Digital 
Small Switch (DSS), and the Primary Rate Interface circuit board.  The DRSN continued to 
support the warfighter by conducting over 6 courses on DSS and SDS Operation and 
Maintenance (O&M), and DSS and SDS database maintenance.  A total of 60 students 
completed DRSN training.   

 
Public Key Infrastructure and Public Key Encryption - Provided PKE testing 

information and guidance to 26 vendors, performed 18 product assessments, and certified six 
applications as PKI-compliant.  Provided PKI enclave briefings to over 300 attendees at the DoD 
Identity Management Conference in Jacksonville, FL and Atlanta, GA.   

 
IPv6 - IPv6 Test Program completed four testing events.  JITC helped develop and 

provided significant input to the annually submitted Congressional IPv6 Test and Evaluation 
Master Plan and Test and Evaluation Report.   

 
 
NATIONAL INTELLIGENCE PORTFOLIO SYSTEMS STATUS  
 
The DoD, other US agencies, our allies, and coalition partners are increasingly pursuing 
opportunities to ensure the interoperability of ISR systems.  With continued focus on Joint and 
coalition operations, interoperability testing (and related processes) will continue to be vitally 
important to providing warfighters with key capabilities and intelligence data to support net-
centric operations.   See Appendix F for additional details. 
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Distributed Common Ground/Surface Systems (DCGS) - JITC DCGS team led Test 
& Evaluation (T&E) efforts of the joint/interagency DCGS T&E Integrated Product Team.  Key 
focus areas for the year included establishing the DCGS Distributed Development and Test 
Enterprise (DDTE).  DDTE Initial Operation Capability (IOC) on the Defense-Research 
Network (DREN) was achieved in late July 2007.  This resulted in the establishment of a DDTE 
communications infrastructure that allows DDTE nodes to communicate.  This lays the 
groundwork for DCGS-DDTE nodes to achieve a robust capability for distributed test activities. 
 

Intelligence, Surveillance, and Reconnaissance (ISR) Support - JITC led test planning 
activities for Empire Challenge 2007.  Empire Challenge [an annual event sponsored by the 
National Geospatial Intelligence Agency (NGA) and Office of the Secretary of Defense (OSD)] 
is conducted to assess the ability of joint and coalition forces to process/share Intelligence, 
Surveillance and Reconnaissance (ISR) data between various platforms and ground processing 
systems.  JITC conducted a number of Interoperability assessments and standards conformance 
test of various service/agency Intelligence Data processing systems during the event. 
Participation in Empire Challenge 2007 enabled JITC to play a key part in demonstrating the 
ability of various ISR systems to fuse/exchange data from different sources and ultimately 
support critical decision making for warfighters. 
 

Integrated Broadcast Service Operational Test Suite (IBOTS) - JITC activated an 
IBOTS capability at Fort Huachuca, AZ.  IBOTS will support Integrated Broadcast Service 
(IBS) related/Tactical Data Processor (TDP) Joint Interoperability testing efforts.  IBOTS will 
provide domain servers hosting Theater Interface Node (TIN) processing/services with added 
producer capabilities for injecting archived or live intelligence messages.  The IBOTS effort was 
done under the Central Test and Evaluation Investment Program (CTEIP) Resource 
Enhancement Program (REP).  Ultimately, IBOTS will enable JITC to address operational 
testing (OT)/shortfalls and limitations.  Due to operational commitments, service systems are 
often unavailable to support OT&E events.  IBOTS provides JITC with an ‘in-house’capability 
to conduct interoperability testing of systems utilizing IBS.  
 
 
 
HOMELAND SECURITY/INFORMATION ASSURANCE PORTFOLIO SYSTEMS 
STATUS  
 
Homeland Security/Information Assurance Portfolio provided the full range of testing services, 
technical support, coordination, and oversight to the DoD, the Department of Homeland Security 
(DHS), and Federal, State and Local governments to ensure seamless acquisition, integration, 
and Information Assurance of systems supporting the DoD and the National Command 
Authority.  Supported JITC portfolios with information assurance expertise to ensure integration 
with all test activities.  Supported the DOT&E Exercise Interoperability/Information Assurance 
(I&IA) Assessments program performing I&IA assessments at COCOM exercises.  See 
Appendix G for additional details. 
 
 
 



 

10 

OPERATIONAL TEST & EVALUATION (OT&E) DIVISION SYSTEMS STATUS 
 
JITC OT&E Division conducted 25 operational test events in calendar year 2007, 19 of these 
were conducted under OSD oversight.  Table 2 lists the systems tested.  The scope of testing 
ranged from minor operational assessments to complete Initial or Follow-on OT&Es.  
Proponents for the programs include Combatant Commands, Services, and DoD Agencies. 
Interoperability was a critical area evaluated during every operational test and was a factor 
considered in determining the systems’ operational effectiveness.  The interoperability status for 
the programs listed below is reported in Appendix A of this report.   

 
Table 2.  JITC Operational Test Programs in 2007 

 
PROGRAM CATEGORY 
Business Systems Modernization (BSM)*                                          Logistics 
Business Systems Modernization – Energy (BSM-E)* Logistics 
Capital Asset Management System - Military Equipment (CAMS-ME) Finance & Accounting 
Commissary Advanced Resale Transaction System (CARTS)*     (3 tests) Finance & Accounting 
DoD Teleport*                                                                                 (3 tests) Communications 
Global Command and Control Systems - Joint (GCCS-J)*            (9 tests) Command & Control 
Global Combat Support System Combatant Commander/Joint Task Force (GCSS-CC/JTF)* Logistics 
Agile Rapid Global Combat Support (ARGCS)                             (4 tests) Logistics 
Coalition/Joint Spectrum Management and Planning Tool (CJSMPT) Command & Control 
Network-Centric Enterprise Services (NCES)* Command & Control 
Note:   
*  Indicates the system was tested under Office of the Secretary of Defense oversight 

 
 

JITC will continue to support DISA acquisition programs as its designated Operational Test 
Agency (OTA), along with supporting other DoD Services, Combatant Commands, and 
Agencies with Operational Test and Evaluation (OT&E) services upon their request.  With the 
maturation of the NR-KPP test processes and the continued increase in net-centric acquisition 
programs, a natural migration towards more integrated, or combined DT and OT is occurring.  
OTAs will rely upon DT-type events to provide much of the data necessary to assess the NR-
KPP and information assurance, and to resolve the associated critical operational issues.  We 
anticipate earlier involvement and more participation in non-OT events. 
 
 
TEST OPERATIONS SUPPORT 

 
Test Engineering Division had four major modernization efforts underway in CY 2007.  These 
efforts to seek updated and consolidated systems will provide unprecedented situational 
awareness, which will in turn lead to a cost savings by better utilizing space, replacing aging 
equipment, and maximizing equipment usage.  
 

Distributed Test Operations - The Test Information Operations Center (TIOC) will help 
solve the nearly impossible feat for the JITC Commander to have knowledge on the entire scope 
of test operations within and around the command.  When the TIOC is complete, the commander 
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will be able to view all current and upcoming tests along with their status, hotline actions, circuit 
conditions, near real-time network health statistics, accountability tracking for TDY personnel, 
open trouble tickets command-wide, and real time newsworthy event reporting.  The TIOC could 
also serve as a Command Post in time of crisis or emergency via secure and non-secure 
communications resources. 
 

DNCC Tech Control - Efforts are underway to standardize all configurable lab spaces 
under one centralized office, connected through DNCC.  This effort will place DISA/JITC at the 
forefront of technology and testing by updating and centralizing all laboratory assets (e.g., 
workstations, equipment, racks, and work areas).  Test Operations and the Distributed Network 
Control Center (DNCC) will serve as a hub for internal test circuit connectivity.  Outdated 
equipment, work areas, and compartmentalized assets will be eliminated which will increase 
JITC’s ability to support testing. 

 
SYSCON - Test Operations and the SYSCON serves as a hub for internal and external 

testing and provide direct connectivity to the tactical edge equipment.  JITC provides support for 
many events throughout the year that use many of the SYSCONs assets.  This includes testing in 
support of system interoperability certification efforts and DICE.  The updated SYSCON will 
directly support the following efforts:  Secure Internet Protocol Router Network, Joint World 
Wide Intelligence Communications Systems, Defense Information Systems Network – Leading 
Edge Services, Combined Federated Battle Labs Network, Defense Research and Engineering 
Network and other Joint Distributed Test Networks connectivity, Joint Interoperability Test, 
Combined Interoperability Test, Joint Distributed Engineering Plant Combined Hardware-in-the-
Loop Event, and Critical Area Air Defense.                                                                                                               

 
COMSEC - The COMSEC Lab has now been converted to configurable lab spaces 

under direct control of JT4.  Test Operations and the COMSEC facility serve as a hub for 
internal and external testing requiring secure space and access to various cryptographic 
equipment, keying material, and secure networks.  Outdated equipment, work areas, and 
compartmentalized assets have been consolidated and have proved to be a cost savings measure 
by better utilizing space and assets.  

 
 
HOTLINE SUPPORT 
 
Background:  JITC began providing this service to the warfighter during Operation JUST  
CAUSE in 1989, and it continues today.  Our goal is to provide rapid response to interoperability  
problems with C4I systems, equipment, and networks to the warfighter deployed during war,  
real-world contingencies, and exercises as well as day-to-day operations. 
 
JITC receives numerous requests for operational assistance resulting from a variety of reasons.  
A large number of requests, but not all, are due to: 
 

• JITC having documented technical interfaces and configurations not widely published by    
     program managers, equipment manufacturers, or known by operators and maintainers. 
• The customers' lack of readily available interface documentation and knowledge of the   
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         particular equipment in question that may or may not be generally available to the  
         maintenance community. 
• Our reputation of providing total warfighter support and quick solutions to time-sensitive         

situations where both experienced and inexperienced operators and maintainers lack         
formal training and are under extreme pressure to establish communications in either a  
war, real-world contingency, exercise, or routine operational environment. 

 
The Hotline can be accessed several ways: 
 

• The web, at http://jitc.fhu.disa.mil/support.html 
• E-mail, at Hotline@disa.mil  
• Commercial telephone, at 1-800-LET-JITC (1-800-538-5482)  
• DSN telephone, at TRY-JITC (879-5482) 

 
The table below shows calls documented in FY 07, and the period FY 93 through FY 07 (JITC 
began documenting this support in FY 93).  In addition, the table shows highlights of the calls 
(type support requested, the leading customers, suspected cause of why the calls were made, 
suspected impacts if they were not supported, calls resulting in a test, exercises and 
contingencies supported, and calls supporting the war on terrorism).   
 

FY 93 through FY 07 and FY 07 Hotline Call Highlights 
 

The table below provides support highlights for the period FY 93 through FY 07, and FY 07 by 
itself.  It is organized so the two periods can be compared.  The highlighted areas in the table 
provide information from section I (Exercise Support) for comparison purposes.   
 
Highlight 

Area 
FY 93 through FY 07 Hotline Calls FY 07 Hotline Calls 

Note:  Rounding may affect the individual % and the % totals presented in this table 

Number of 
calls 

documented 

• 3521 calls 
• The average number of calls for the 15 FYs is 235. 
• Seven FYs (93, 94, 95, 98, 99, 00 and 01) are below 

the average.   
• The leading FY is FY 07 (381 calls), followed by 

FY 03 (329), FY 04 (322), FY 05 (318), FY 06 
(311), FY 96 (285), FY 97 (259 calls), and FY 02 
(258 calls). 

• 381 calls 
• FY 07 calls are 11% of the total FY 93 through 07 

calls 
• FY 07 calls are 62% above the average of FY 93 

through 07 calls 

The number of calls and % of the 3521 calls 
• Voice switch = 729 calls (21%) 
• EKMS = 562 calls (16%) 
• COMSEC = 551 calls (16%) 
• Secure facsimile = 522 calls (15%) 
• Data network = 468 calls (13%) 
• Transmission (other than satellite) = 207 calls (6%) 
• Other = 200 calls (6%) 
• Satellite = 184 calls (5%) 
• VTC = 98 calls (3%) 

The number of calls and % of the 381 calls 
• EKMS = 222 (58%) 
• Voice switch = 41 calls (11%) 
• Secure facsimile = 26 calls (7%) 
• Transmission (other than satellite) = 25 calls (7%) 
• Data network = 22 calls (6%) 
• COMSEC = 16 calls (4%) 
• VTC = 14 calls (4%) 
• Satellite = 11 calls (3%) 
• Other = 4 calls (1%) 

Leading 
support areas 

Note:  “Other” in this instance is an area of support, which includes calls on areas such as records management, collaboration 
tools, certification process, and military standards. 
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Highlight 
Area 

FY 93 through FY 07 Hotline Calls FY 07 Hotline Calls 

The areas supported during exercises are (287 exercise interoperability issues supported since FY 97) (from 
section I): 
• Voice switch = 114 issues (40%) 
• Data network = 104 issues (36%) 
• Satellite = 25 issues (9%) 
• COMSEC = 20 issues (7%) 
• VTC = 14 issues (5%) 
• Transmission systems other than satellite = 10 issues (3%) 

The number of calls and % of the 3521 calls 
• Services = 1859 calls (53%) 
• Others = 1002 calls (28%) 
• Combatant Commands = 660 calls (19%) 

The number of calls and % of the 381 calls 
• Services = 113 calls (30%) 
• Combatant Commands = 24 calls (6%) 
• Others = 244 calls (64%) Leading 

customers Note:  “Others” in this instance is a group of customers, which includes Joint agencies, industry, DOD, and 
other (agencies such as IRS, BLM, Supreme Court, FBI, NSA, CIA, Canadian National Defense, National 
Security Council, Nuclear Regulatory Commission, Department of the Treasury, FEMA, etc.).  Due to the 
sensitivity of the EKMS support, these calls are only tracked by the requesting Service and as Other which 
includes Department of Defense and civilian government agencies. 

The Services' 
use of the 
Hotline 

The number of calls and % of the 3521 calls 
• Army = 678 calls (19%) 
• Air Force = 560 calls (16%) 
• Navy = 220 calls (6%) 
• National Guard = 212 calls (6%) 
• Marines = 189 calls (5%) 

The number of calls and % of the 381 calls 
• Army = 54 calls (14%) 
• Air Force = 28 calls (7%) 
• Navy = 16 calls (4%) 
• Marines = 8 calls (2%) 
• National Guard = 7 calls (2%) 

The 
Combatant 
Commands' 
use of the 
Hotline 

The number of calls and % of the 3521 calls 
• USCENTCOM = 230 calls (7%) 
• USPACOM = 135 calls (4%) 
• USEUR = 109 calls (3%) 
• USSOCOM = 49 calls (1%) 
• USJFCOM = 41 calls (1%) 
• USNORTHCOM = 37 calls (1%) 
• USSOUTHCOM = 27 calls (1%) 
• USSPACECOM = 15 calls (less than 1%) 
• USTRANSCOM = 9 calls (less than 1%) 
• USSTRATCOM = 8 calls (less than 1%) 

The number of calls and % of the 381 calls 
• USCENTCOM = 10 calls (3%) 
• USNORTHCOM = 5 calls (1%) 
• USPACOM = 3 calls (1%) 
• USEUR = 2 calls (1%) 
• USTRANSCOM = 2 calls (1%) 
• USSOUTHCOM = 1 call (less than 1%) 
• USSTRATCOM = 1 call (less than 1%) 
• USJFCOM = No calls (0%) 
• USSPACECOM = No calls (0%) 
• USSOCOM = No calls (0%) 

The number of calls and % of the 3521 calls 
• Procedures = 1882 calls (53%) 
• Equipment = 1446 calls (41%) 
• People = 193 calls (5%) 

The number of calls and % of the 381 calls 
• Equipment = 271 calls (71%) 
• Procedures = 107 calls (28%) 
• People = 3 calls (1%) 

Suspected 
cause the call 

was made 
(Note 1) 

The 287 exercise interoperability issues supported since FY 97 have 305 causes (some issues had multiple 
causes) (from section I):  
• Equipment = 123 issues (40%) 
• Procedures = 90 issues (30%) 
• People = 74 issues (24%) 
• Undetermined = 18 issues (6%) 

 

Note 1:    People = lack of training, operator error, or failure to plan 
Equipment = equipment failed, new equipment fielding, lack of equipment, or use of uncertified interfaces 
Procedures = lack of, or incorrect, procedures or documentation 
Undetermined = problem not resolved, not isolated, or cleared while troubleshooting 
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Highlight 
Area 

FY 93 through FY 07 Hotline Calls FY 07 Hotline Calls 

Calls 
requiring a 

test 

• 291 calls (8% of the 3521 calls) 
• Voice switch = 127 calls (44% of the calls requiring 

a test) 
• Secure facsimile = 50 calls (17% of the calls 

requiring a test) 
• COMSEC = 33 calls (11% of the calls requiring a 

test) 
• Data network = 32 calls (11% of the calls requiring 

a test) 
• VTC = 20 calls (7% of the calls requiring a test) 
• Transmission (other than satellite) = 14 calls (5% of 

the calls requiring a test) 
• Satellite = 11 calls (4% of the calls requiring a test) 
• Other = 3 calls (1% of the calls requiring a test) 

• 13 calls (3% of the 381 FY 07 calls and 4% of the 
291 FY 93 through FY 07 calls requiring a test) 

• Voice switch = 4 calls (31% of the FY 07 calls 
requiring a test) 

• COMSEC = 3 calls (23% of the FY 07 calls 
requiring a test) 

• VTC = 3 calls (23% of the FY 07 calls requiring a 
test) 

• Transmission other than satellite = 2 calls (15% of 
the FY 07 calls requiring a test) 

• Secure facsimile = 1 call (8% of the FY 07 calls 
requiring a test) 

 

Calls 
supporting an 

exercise 

• 216 calls (6% of the 3521 calls) 
• 55 exercise series supported 
• 119 individual exercises supported 

• 4 calls (1% of the 381 FY 07 calls and 2% of the 
216 FY 93 through FY 07 calls supporting an 
exercise) 

• 10 exercises supported 

Calls 
supporting a 
contingency 

• 368 calls (10% of the 3521 calls) 
• 20 contingencies supported 
• 233 of the 368 calls (63%) have supported 

ENDURING FREEDOM 

• 5 calls (1% of the 381 FY 07 calls and 1% of the 
368 FY 93 through FY 07 calls supporting a 
contingency) 

• One contingency supported (ENDURING 
FREEDOM) 

Calls 
supporting 
the war on 
terrorism 

• Total war on terrorism calls = 357 calls (10% of the 
3521 calls) 

 Operation IRAQI FREEDOM = 124 calls (4% of 
the 3521calls) 

 ENDURING FREEDOM = 233 calls (7% of the 
3521 calls) 

• Total FY 07 war on terrorism calls = 28 calls (7% 
of the 381 calls) 

 Operation IRAQI FREEDOM = 23 calls (6% of 
the 381 calls) 

 ENDURING FREEDOM = 5 calls (1% of the 
381 calls) 

 
 
 
MILITARY COMMUNICATIONS-ELECTRONICS BOARD (MCEB) BRIEFINGS 
 
JITC did not brief the MCEB on behalf of the Joint Staff in 2007.  The Joint Staff's MCEB 
Interoperability Test Panel (ITP) update briefing is available on the following website:  
https://www.jsj6giganalysis.com/forum/MCEB/dispatch.cgi/_admin. 
 
 
 
SUMMARY 
 
In 2007, the DoD improved interoperability throughout the Joint Force, adding over 100 systems 
to the ranks of certified systems and assessing numerous others for interoperability.  Because 
determining the number of deployed systems in DoD is problematic, it is difficult to determine 
the overall status of interoperability throughout DoD.  The total number of certified systems does 
not tell us the entire story.  Much was accomplished, but much remains to be done as the number 
of new and legacy systems in the DoD inventory is vast and constantly changing. 
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APPENDIX A 
 

Operational Test and Evaluation Division – JT1 Interoperability Status 

 
Number of 

Systems Interoperability Status Category 

1 Joint Interoperability Assessment 
• Joint Interoperability Assessment of the Global Combat Support System (GCSS) Combatant 

Commander/Joint Task Force (CC/JTF), Version 6.0 
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APPENDIX B 
 

Focused Logistics and Business Portfolio – JTB Interoperability Status 

Number of 
Systems Interoperability Status Category 

3 Joint Interoperability Certification 
• Joint Interoperability Certification of the Defense Travel System (DTS) Release 1.7.2 
• Joint Interoperability Certification of the Electronic Military Personnel Records System (EMPRS), 

Version (V) 8.0 
• Joint Interoperability Certification of the Business Systems Modernization-Energy (BSM-E) Into-

Plane/Bunkers Release 
3 Limited Joint Interoperability Certification 

• Limited Joint Interoperability Certification of the Business Systems Modernization (BSM) Release (R) 
2.2.1 

• Limited Joint Interoperability Certification of the Defense Medical Human Resource System internet 
(DMHRSi) Version (V) 1.0 (UNCLASSIFIED) 

• Limited Joint Interoperability Certification of the Transportation Coordinators’- Automated 
Information for Movements System II (TC-AIMS II) Block 3 

3 Joint Interoperability Assessment 
• Joint Interoperability Assessment of the Navy Enterprise Resource Planning (Navy ERP) Increment 

1.0  
• Joint Interoperability Assessment of the Radio Frequency In Transit Visibility (RF ITV) 
• Joint Interoperability Assessment of the Radio Frequency-In Transit (RF-ITV) V2.0 

 
 



 

  C-1 
 

APPENDIX C 
 

C2 Battlespace Awareness Portfolio - JTC Interoperability Status 

Number of 
Systems Interoperability Status Category 

4 Joint Interoperability Certification 
• Joint Interoperability Certification of the Tactical Tomahawk Weapon System (TTWS) Baseline IV 

Phase II 
• Joint Interoperability Certification of the EA-6B Improved Capability III, Block 2, with Operational 

Flight Program 7.23 
• Joint Interoperability Certification of the Army Airborne Command and Control System 
• Joint Interoperability Certification of the Global Command and Control System-Joint (GCCS-J) Joint 

Operations Planning and Execution System (JOPES) 4.1  
6 Limited Joint Interoperability Certification 

• Limited Joint Interoperability Certification of the F-15C/E Joint Mission Planning System (JMPS), 
Version 1.2.1.0255 Mission Planning Environment, Version 1.2 

• Limited Joint Interoperability Certification of the Theater Airborne Reconnaissance System (TARS) 
Version 1 

• Limited Joint Interoperability Certification of the EA-6B Improved Capability III, Block 2, with 
Operational Flight Program 7.23 

• Limited Joint Interoperability Certification of Deployable Joint Command and Control (DJC2) System 
Increment 1, Spiral 1.1.0 

• Limited Joint Interoperability Certification of the Global Command and Control System (GCCS-J) 
Global Release (GR) Version 4.1.0.1 

• Limited Joint Interoperability Certification of the Command and Control Personal Computer, Version 
6.1.1, Patch 4 

5 Joint Interoperability Assessment 
• Joint Interoperability Assessment of the Global Command and Control System Army (GCCS-A) Block 

4.0a1 Version 4.0a.2.3 
• Joint Interoperability Assessment of the Global Command and Control System-Joint (GCCS-J) 

Version 4.0.2 (V4.0.2) Global Release 
• Joint Interoperability Assessment of the Combating Terrorism Knowledge Base (CTKB) Version 

2.4.05 
• Joint Interoperability Assessment of the Secure Messaging and Routing Terminal Next Generation 

(SMART.neXt) Version 3 
• Joint Interoperability Assessment of the F-16 (Block 50/52) (F-16) M3.4A+ 

1 Standards Conformance Certification 
• Standards Conformance Certification of the F-16 Arrow Weapon System (AWS) -Juniper Cobra 2007 

(JC 07) -Block 3.5 
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APPENDIX D 
 

Force Application/Force Protection Portfolio - JTD Interoperability Status 
 

Number of 
Systems Interoperability Status Category 

6 Joint Interoperability Certification 
• Joint Interoperability Certification of the Combatant Commanders Integrated Command and Control 

System (CCIC2S), Spiral 2 
• Joint Interoperability Certification of the F/A-18 E/F AESA  
• Joint Interoperability Certification of the AN/APX-117/-118 Common Digital Transponder (CXP) 

Version 5.21 
• Joint Interoperability Certification of the Sensitive Compartmented Information (SCI) Networks 

AN/USQ-148 
• Joint Interoperability Certification of the AN/APX-117/-118 Common Digital Transponder (CXP) 

Version 5.21 
• Joint Interoperability Certification of the AN/APX-117/-118 Common Digital Transponder (CXP 

Version 5.21 
3 Limited Joint Interoperability Certification 

• Limited Joint Interoperability Certification of the UH-60 BLACKHAWK (UH-60M) Rev 7.0 
• Limited Joint Interoperability Certification of the Cargo Helicopter (CH-47F) Improved Cargo 

Helicopter (ICH) 
• Limited Joint Interoperability Certification of the OHIO Class Guided Missile Submarine Conversion 

Program (SSGN) -CSRR Ohio(GN) Variant Increment I  
3 Joint Interoperability Assessment 

• Joint Interoperability Assessment of the JTD-UH-60 BLACKHAWK (UH-60) -AN/ARC-231 
• Joint Interoperability Assessment of the Joint Warning and Reporting Network (JWARN) -JWARN 

Block 2 Phase I Operational Assessment (JWARN B2PI OA) 
• Joint Interoperability Assessment of the Joint Effects Model (JEM) -Increment I Build 6 

31 Standards Conformance Certification 
• Standards Conformance Certification of the Air Defense Communications Platform Enhancement 

Program (ADCP EP) -Air Defense Communications Platform Enhancement Package (ADCP EP) 
• Standards Conformance Certification of the Special Information Systems (Rivet Joint) (SIS (RJ) 

SS911-0914-1 
• Standards Conformance Certification of the Alaska Aerospace Surveillance and Range Operations 

Modernization/Link 16 Alaska (AASROM/LAK)  
• Standards Conformance Certification of the F-16 (Block 40/50) Common Configuration 

Implementation Program (CCIP) M4.2A+  
• Standards Conformance Certification of the PATRIOT Battery Command Post (PATRIOT BCP) –

PDB-6  
• Standards Conformance Certification of the Ship Self-Defense System- Stennis Mark 2 (SSDS-S 

MK2, Version 5.04.02/6.01.02 with CDLMS 3.4.4.2.0-2  
• Standards Conformance Certification of the Tactical Air Operations Module V4 (TAOM V4), T5.0 

(Version 5107.1)  
• Standards Conformance Certification of the Joint Surveillance Target Attack Radar System (Block 30) 

(JSTARS Block 30) -IR30.04.00  
• Standards Conformance Certification of the Joint Range Extension (JRE) -4.0.1  
• Standards Conformance Certification of the Joint Range Extension (JRE) Transparent Multi-Platform 

Gateway (TMPG) Enhancement Program (JTEP) -4.0.1 w/i TMPG 2.4  
• Standards Conformance Certification of the Patriot Battery Command Post (Non-Command and 

Control) (BCP NonC2) -PDB-5.4.1.31  
• Standards Conformance Certification of the EA-6B Prowler (EA-6B) -7.23 
• Standards Conformance Certification of the Advanced Combat Direction System (Aircraft Carrier) 

Block 0 (ACDS CV Block 0) -Advanced Combat Direction System (Aircraft Carrier) (Block 0) 



 

D-2  

Number of 
Systems Interoperability Status Category 

(ACDS CV (Block (0)) -10.26 with C2P, version M4R414A06  
• Standards Conformance Certification of the Airborne Warning and Control System (Block 30/35) (E-3 

AWACS) E16A  
• Standards Conformance Certification of the Communication Data Link System (CDLS) -12.3.1P2  
• Standards Conformance Certification of the Common Message Processor (CMP) -CMP USMTF 

Standard Conformance Test -4.7.6.0  
• Standards Conformance Certification of the Variable Message Format Test Tool (VTT) -Standards 

Conformance (VTT) -7.5 
• Standards Conformance Certification of the Common Message Processor (CMP) -USMTF Baseline 

2007 Standards Conformance Test -5.0.0.0 
• Standards Conformance Certification of the Common Message Processor (CMP) -VMF MIL STD 

6017A Standards Conformance Test -5.0.0.0  
• Standards Conformance Certification of the Joint Analysis Display Environment (JADE) -Military 

Standard 3011 Standards Conformance Test (MIL-STD-3011 SCT) 8 
• Standards Conformance Certification of the Missile Defense Agency Joint Range Extension (MDA 

JRE) -Military Standard 3011 Standards Conformance Test (MIL-STD-3011 SCT) - 2.3 
• Standards Conformance Certification of the Joint Tactical Ground Station Multi-Mission Mobile 

Processor (JTAGS M3P) 12.4.7 
• Standards Conformance Certification of the Data Automated Communications Terminal (DACT) -

Standards Conformance Test (SCT) - 4.0.1.0  
• Standards Conformance Certification of the AEGIS Cruiser Command and Control Program (AEGIS) 

5.3.9/CDLMS v 3.4.4.2.1-4  
• Standards Conformance Certification of the Airborne Warning and Control System (Block 30/35) (E-3 

AWACS) - E17A 
• Standards Conformance Certification of the Tactical Air Operations Module V4 (TAOM V4) - T6.0 

(Version 6100)  
• Standards Conformance Certification of the United States Message Text Format Test Tool (MTT) –

Version 7  
• Standards Conformance Certification of the AEGIS Cruiser Command and Control Program (AEGIS) 

7.1R/CDLMS 3.4.4.2.1-4 
• Standards Conformance Certification of the Air Defense Communications Platform (ADCP) -8.1.2  
• Standards Conformance Certification of the Ship Self Defense System Mark 2, Modular 1/1A (SSDS 

MK 2 MOD 1/1A) - 5.04.07/6.01.07 with CDLMS Version 3.4.4.2.0-3  
• Standards Conformance Certification of the Tactical Air Operations Module V4 (TAOM V4) -T6.0 

(Version 6100.3)  
1 Standards Conformance Assessment 

• Standards Conformance Assessment of the F/A-18  
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APPENDIX E 

Battlespace Communications Portfolio - JTE Interoperability Status 

Number of 
Systems Interoperability Status Category 

9 Joint Interoperability Certification 
• Joint Interoperability Certification of the Executive Command and Control (EC2) System 
• Joint Interoperability Certification of the PacStar 5500  
• Joint Interoperability Certification of the COMMAND AND CONTROL ON-THE-MOVE (C2OTM) 
• Joint Interoperability Certification of the General Support Wide Area Network (GSWAN) Hub (40) 

Remote (39) 
• Joint Interoperability Certification of the JFHQ-NCR Emergency Response Vehicle (JFHQ-NCR 

ERV) -DICE 07-2 (ERV)  
• Joint Interoperability Certification of the Scalable Internet Protocol Packages (SIP2), SIP2-Hub and 

SIP2-Remote  
• Joint Interoperability Certification of the Joint Communications Support Element (JCSE) -Medium 

Internet Protocol (IP) Package (MIPP)  
• Joint Interoperability Certification of the Tactical Switching (TSw) Enterprise Network Management 

System (EMNS) (TSw ENMS) 
• Joint Interoperability Certification of the Support/Storage Wide Area Network (SWAN) Family of 

Systems 
12 Limited Joint Interoperability Certification 

• Limited Joint Interoperability Certification of the Ground Multi-Band Terminal (GMT) 
• Limited Joint Interoperability Certification of the Common Submarine Radio Room (CSRR) -Seawolf 

Class Variant Increment 1  
• Limited Joint Interoperability Certification of the Automated Digital Network System (ADNS) IIa  
• Limited Joint Interoperability Certification of the Global Broadcast Service IP based architecture (GBS 

IP) -Developmental Test/Operational Test 3 Phase 1 (DT/OT 3 Ph 1) -4.1.W/4.1.R  
• Limited Joint Interoperability Certification of the Global Broadcast Service IP based architecture (GBS 

IP  
• Limited Joint Interoperability Certification of the Joint Task Force - Civil Support Tactical Package 

(Heavy) (JTF-CS TACPAC (Heavy)  
• Limited Joint Interoperability Certification of the Interoperability Communications Extension System 

(ICE-S) 
• Limited Joint Interoperability Certification of the JFHQ-NCR Mobile Command Post (JFHQ-NCR 

MCP)  
• Limited Joint Interoperability Certification of the Common Submarine Radio Room (CSRR) Ohio(BN) 

Variant Operational Evaluation (CSRR OBV OPEVAL) -Increment I  
• Limited Joint Interoperability Certification of the Common Submarine Radio Room (CSRR) 

Ohio(GN) Increment I 
• Limited Joint Interoperability Certification of the Department of Defense (DoD) Teleport, Generation 

One (Gen 1) Initial Operational Capability Two (IOC 2), Version 1 
• Limited Joint Interoperability Certification of the Department of Defense (DoD) Teleport, Generation 

One (Gen 1) Initial Operational Capability Three (IOC 3), Version 1 
43 Special Joint Interoperability Certification 

• Special Joint Interoperability Certification of the ACE*COMM Corporation Tele-management System 
(TMS) with software release NetPlus6, build 060808.8  

• Special Joint Interoperability Certification of the Advanced Defense Switched Network (DSN) 
Integrated Management Support System (ADIMSS) with Software Release 6.3.1  

• Special Joint Interoperability Certification of the Avaya S8400 Series -Avaya S8400 Digital Switching 
System with Software Release Communication Manager (CM) 4.0 (R014x.00.2.731.7: Super Patch 
14419)  

• Special Interoperability Test Certification of the Critical Communications (CritiCom) Integrated 
Secure Encryption Console (ISEC) 320 
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Number of 
Systems Interoperability Status Category 

• Special Joint Interoperability Certification of the Avaya S8500 Series -Avaya S8500 Digital Switching 
System with Software Release Communication Manager (CM) 4.0 (R014x.00.2.731.7: Super Patch 
14419)  

• Special Joint Interoperability Certification of the Avaya S8700 Series (Avaya S8700) -Avaya S8710 
and S8720 Digital Switching Systems with Software Release Communication Manager (CM) 4.0 
(R014x.00.2.731.7: Super Patch 14419)  

• Special Joint Interoperability Certification of the Callware Technologies Callegra .Unified 
Communications (UC) Callegra Auto Attendant and Callegra VOICE -Callware Technologies 
Callegra.UC TM Server with Software Release 6.14  

• Special Joint Interoperability Certification of the Cisco CallManager (CCM) Version 4.3(1) Service 
Release (SR) 1A with Internetwork Operating System (IOS) Software Release 12.4(9) Version 4.3(1) 
Service Release (SR) 1A with Internetwork Operating System (IOS) Software Release 12.4(9) 

• Special Joint Interoperability Certification of the Common Baseline Circuit Switch, Circuit Switch 
Online Operational Program (CBCS CSOLOP) -Common Baseline Circuit Switch Software (CBCS 
Software) -RD30220F  

• Special Joint Interoperability Certification of the Extreme Assured Services Voice Application Local 
Area Network (ASVALAN) and Voice Application Local Area Network (VALAN) with Native 
Operating System 11.6.1.9  

• Special Joint Interoperability Test Certification of the Sigma Communications, LLC REVERSE 911® 
Version 6.01 

• Special Joint Interoperability Certification of the GENBAND M5 Unified Messaging and Personal 
Communications Manager (PCM) with Software Release UC2.3.2 

• Special Joint Interoperability Certification of the Intergraph E911 -Intergraph Computer Aided 
Dispatch (I/CAD) Enhanced 911 (E911) Solution with Software Version 7.9-8 for use with the Nortel 
Meridian Switching Load (MSL)-100 -7.9-8  

• Special Joint Interoperability Certification of the Internet Protocol Version 6 Capable Interoperability 
APL Testing (IPv6 APL Testing) -Cisco 1800,2800,3800,7200 

• Special Joint Interoperability Certification of the Internet Protocol Version 6 Capable Interoperability 
APL Testing (IPv6 APL Testing) -Juniper M/T/J Series IPv6 Capable Interoperability Certification 
(Juniper APL) -JUNOS 7.4.R2.6 on all, 7.6.R3.6 on M series, 7.1.R3.3 on T-640 

• Special Joint Interoperability Certification of the Internet Protocol Version 6 Capable Interoperability 
APL Testing (IPv6 APL Testing) -Microsoft Vista IPv6  

• Special Joint Interoperability Certification of the Internet Protocol Version 6 Capable Interoperability 
APL Testing (IPv6 APL Testing) -TechGuard PoliWall IPv6  

• Special Joint Interoperability Certification of the Juniper Circuit to Packet (CTP) 1000 series and 
CTP2000 series with Software Release 4.3R2 and CTPView Version 2.2, Release 2 (CTP-Circuit to 
Packet) -4.3R.2 

• Special Joint Interoperability Certification of the K&R Custom Software Inc. Telecommunications 
Management System (TMS) -K&R Custom Software Inc. with Software Release 5.2  

• Special Joint Interoperability Certification of the Lucent Technologies Metropolis Wavelength 
Services Manager with Software Release 5.0 

• Special Joint Interoperability Certification of the Nortel Networks CallPilot -Nortel CallPilot 1002rp 
Server Software Release 4.0 Build 04.04.04 with Nortel Communication Server (CS) 2100 Digital 
Switching Systems on the TSSI APL 

• Special Joint Interoperability Certification of the Veraz I-Gate 4000 Edge Echo Canceller and xMS 
Client/Server -Veraz I-Gate 4000 Edge Echo Canceller with Software Version C 2.5.1.3 Echo 
Canceller Support (ES) with VxWorks 5.5.1 and xMS Client/Server Version 4.5.0  

• Special Joint Interoperability Certification of the 3Com Assured Services Voice Application Local 
Area Network (ASVALAN) with Specified Software Releases  

• Special Joint Interoperability Certification of the Cisco Assured Services Voice Application Local 
Area Network (ASVALAN) and Voice Application Local Area Network (VALAN) with Specified 
Software Releases  

• Special Joint Interoperability Certification of the Cisco Unity Unified Messaging System for use with 
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Cisco CallManager (CCM) -Cisco Unity Unified Messaging System with Software Release 4.2(1)  
• Special Joint Interoperability Certification of the Foundry Networks Assured Services Voice 

Application Local Area Network (ASVALAN) and Voice Application Local Area Network (VALAN) 
with Specified Software Releases  

• Special Joint Interoperability Certification of the Nortel Networks CallPilot -Nortel Networks CallPilot 
Software Release 4.0 Build 04.04.04 with Specified Nortel Networks Option 11C Digital Switches 
with Software Release Succession 4.5w 

• Special Joint Interoperability Certification of the Nortel Networks MSL-100 Digital Switching System 
-Nortel Communication Server (CS) 2100 Digital Switching System with Software Release SE08 and 
Specified Software Patch Groups (CS 2100) -SE08 

• Special Joint Interoperability Certification of the Nortel Networks Succession Defense Switched 
Network (DSN) -Nortel Defense Switched Network (DSN) Communications Server (CS) 1000M 
Cabinet and CS1000M Chassis (including VoIP) and DSN Option 11C Switching Systems w/ Release 
4.5w (1000M) -4.5w 

• Special Joint Interoperability Certification of the REDCOM High Density Exchange (HDX) -
REDCOM High Density Exchange (HDX) Digital Switching System with Software Release 1.0A 
Revision 1, with Specified Patch Group 5 (1.0A R1P5) (HDX DVX) 

• Special Joint Interoperability Certification of the REDCOM High Density Exchange (HDX) -
REDCOM High Density Exchange (HDX) Digital Switching System with Software Release 1.0A 
Revision 1, with Specified Patch Group 5 (1.0A R1P5) SMEO 

• Special Joint Interoperability Certification of the REDCOM High Density Exchange (HDX) -
REDCOM High Density Exchange (HDX) Digital Switching System with Software Release 2.0A 
Revision 3, with Specified Patch Group 0 (2.0A R3P0) (HDX DVX)  

• Special Joint Interoperability Certification of the REDCOM High Density Exchange (HDX) -
REDCOM High Density Exchange (HDX) Digital Switching System with Software Release 2.0A 
Revision 3, with Specified Patch Group 0 (2.0A R3P0) (HDX SMEO)  

• Special Joint Interoperability Certification of the REDCOM High Density Exchange (HDX) -
REDCOM High Density Exchange (HDX) Digital Switching System with Software Release 2.0A 
Revision 3, with Specified Patch Group 1 (2.0A R3P1) certified Deployable Voice Exchange (HDX 
DVX) -Software Release 2.0A Revision 3 

• Special Joint Interoperability Certification of the REDCOM High Density Exchange (HDX) -
REDCOM High Density Exchange (HDX) Digital Switching System with Software Release 2.0A 
Revision 3, with Specified Patch Group 1 (2.0A R3P1), certified as a Small End Office (HDX) -
Software Release 2.0A Revision 3 

• Special Joint Interoperability Certification of the REDCOM IGX 2000 -REDCOM ISDN Gateway 
Exchange (IGX) Digital Switching System with Software Release 6.1A Revision 1, with Specified 
Patch Group 8 (6.1A R1P8) (IGX SMEO) -Software Release 6.1A Revision 1  

• Special Joint Interoperability Certification of the REDCOM IGX 2000 -REDCOM ISDN IGX Digital 
Switching System w/ Software Release 6.1A Revision 1, with Specified Patch Group 8 

• Special Joint Interoperability Certification of the REDCOM IGX 2000 -REDCOM ISDN IGX Digital 
Switching System w/ Software Release 6.1A Revision 1, with Specified Patch Group 8 (6.1A R1P8), 
build 20 August 2007 (IGX DVX) 

• Special Joint Interoperability Certification of the REDCOM Slice Digital Switching System - 
REDCOM Laboratories Inc. SliceTM Digital Switching System with Software Release 1.0A Revision 
1, with Specified Patch Group 5 (1.0A R1P5) 

• Special Joint Interoperability Certification of the REDCOM Slice Digital Switching System -
REDCOM SliceTM Digital Switching System with Software Release 2.0A, Revision 3 with Specified 
Patch Group 0 (R3P0)  

• Special Joint Interoperability Certification of the REDCOM Slice Digital Switching System -
REDCOM SliceTM Digital Switching System with Software Release 2.0A, Revision 3 with Specified 
Patch Group 1 (R3P1) -2.0A 

• Special Joint Interoperability Certification of the T-METRICS TM-2000 Multi-Purpose Automatic 
Call Distribution (ACD) Platform (ACD) -T-METRICS, INC., TM-2000 Multi-Purpose Automatic 
Call Distribution (ACD) Platform Version Load w/ Nortel Networks MSL-100 Digital Switch System  
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• Special Joint Interoperability Certification of the Tone Commander Integrated Services Digital 
Network (ISDN) Telephones and Expansion Modules with Specified Models and Versions 

15 Joint Interoperability Assessment 
• Joint Interoperability Assessment of the Common Submarine Radio Room (CSRR) SSN 22 
• Joint Interoperability Assessment of the Submarine Low Frequency/Very Low Frequency (LF/VLF) 

VMEbus Receiver (SLVR) 3.0.1  
• Joint Interoperability Assessment of the Expeditionary Command and Control Suite, Prototype 

Increment 
• Joint Interoperability Assessment of the Marine Corps Tactical Data Network (TDN) 
• Joint Interoperability Assessment of the Digital Technical Control (DTC) 
• Joint Interoperability Assessment of the Rockwell Collins HF-121C High Frequency Receiver/Exciter 

(HF-121C)  
• Joint Interoperability Assessment of the Lightweight Multiband Satellite Terminal Block V (LMST 

Block V) 
• Joint Interoperability Assessment of the AN/PRC-117F (V) (C) Ultrahigh Frequency Manpack 

Satellite Terminal -PRC-117F 4.3.1.4 
• Joint Interoperability Assessment of the AN/PRC-152 (PRC-152) -AN/PRC-152  
• Joint Interoperability Assessment of the Common Submarine Radio Room (CSRR) -CSRR Ohio(GN) 

Version Technical Evaluation (CSRR OGV TECHEVAL) -Increment  
• Joint Interoperability Assessment of the Multiplexer Integration and Defense Communications Satellite 

Subsystem (DCSS) Automation System (MIDAS) 6.01.01 
• Joint Interoperability Assessment of the AN/URC-131 HFRG 
• Joint Interoperability Assessment of the Boarding Team Communications (BT Comms) -Phase 2, 

Version 2  
• Joint Interoperability Assessment of the Joint Program Guardian (JPMG) -Internet Protocol 

Interoperability and Collaboration System (IPICS)  
• Joint Interoperability Assessment of the Wireless for the Warfighter (W4W) 

63 Standards Conformance Certification 
• Standards Conformance Certification of the F-16 RapidM HF Data Modem -Mil Std 188-110B of RM 

6 HF Data Modem and ALE Controller and Appendix C and F -2.3.2 F4  
• Standards Conformance Certification of the Rockwell Collins HF-121C High Frequency 

Receiver/Exciter (HF-121C) -Rockwell Collins HF-121C High Frequency (AN/ARC-243(V)1 & 2) 
Radio Sets (HF 121C Mil Std 188-141B (Basic radio, Appendix A) SCT) 

• Standards Conformance Certification of the Digital Modular Radio (DMR) -MIL-STD-188-181B 
Conformance for the DMR with the AM-7584B (General Dynamics) -6.4.1.1 

• Standards Conformance Certification of the Digital Modular Radio (DMR) -MIL-STD-188-182A 
Conformance for the DMR with the AM-7584B (General Dynamics) -6.4.1.1 

• Standards Conformance Certification of the Digital Modular Radio (DMR) -MIL-STD-188-183A 
Conformance for the DMR with the AM-7584B (General Dynamics) -6.4.1.1  

• Standards Conformance Certification of the Rockwell Collins HF-121C High Frequency 
Receiver/Exciter (HF-121C) -AN/ACQ-8 Digital Data Set (HF 121C 188-203-1A SCT) -FDD 35148-
000-2512 (v07) 

• Standards Conformance Certification of the Rockwell Collins HF-121C High Frequency 
Receiver/Exciter (HF-121C) -Rockwell Collins HF-121C High Frequency (AN/ARC-243(V)1 & 2) 
Radio Sets (HF 121C Mil Std 188-203-1A SCT) 

• Standards Conformance Certification of the AN/URC-131 HFRG -Mil Std 188-141B (Basic Radio) of 
AN/URC-131 HFRG 

• Standards Conformance Certification of the Rockwell Collins HF-121C High Frequency 
Receiver/Exciter (HF-121C) -Rockwell Collins AN/ARC-243(V)1, AN/ARC-243(V)2 (p/o HF-121C 
HF Radio Sets), and RT-2200 (part #s 822-0906-002 and 822-0906-003) (Mil Std 188-141B 
(Appendix B) SCT)  

• Standards Conformance Certification of the AN/ARC-210 (V) (RT-1851(C)/ARC, RT-1794(C)/ARC 
& RT-1824(C)/ARC) Airborne Communications System -MIL-STD-188-182 conformance for the 
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AN/ARC-210(V) (RT-1824(C)/ARC)  
• Standards Conformance Certification of the AN/ARC-210 (V) (RT-1851(C)/ARC, RT-1794(C)/ARC 

& RT-1824(C)/ARC) Airborne Communications System -MIL-STD-188-183 conformance for the 
AN/ARC-210(V) (RT-1824(C)/ARC)  

• Standards Conformance Certification of the AN/ARC-210 (V) (RT-1851(C)/ARC, RT-1794(C)/ARC 
& RT-1824(C)/ARC) Airborne Communications System -MIL-STD-188-181A conformance for the 
AN/ARC-210(V) (RT-1794(C)/ARC) 

• Standards Conformance Certification of the AN/ARC-210 (V) (RT-1851(C)/ARC, RT-1794(C)/ARC 
& RT-1824(C)/ARC) Airborne Communications System -MIL-STD-188-181A conformance for the 
AN/ARC-210(V) (RT-1824(C)/ARC) 

• Standards Conformance Certification of the AN/ARC-210 (V) (RT-1851(C)/ARC, RT-1794(C)/ARC 
& RT-1824(C)/ARC) Airborne Communications System -MIL-STD-188-182 conformance for the 
AN/ARC-210(V) (RT-1794(C)/ARC) 

• Standards Conformance Certification of the AN/ARC-210 (V) (RT-1851(C)/ARC, RT-1794(C)/ARC 
& RT-1824(C)/ARC) Airborne Communications System -MIL-STD-188-183 conformance for the 
AN/ARC-210(V) (RT-1794(C)/ARC) 

• Standards Conformance Certification of the MD-1324 & MD-1324A(c)/U Modem with selected RT- 
1107/WSC-3 UHF Transceivers -MIL-STD-188-181B conformance for the MD-1324A Modem w/RT-
1107(V)17/WSC-3(V) UHF Transceiver  

• Standards Conformance Certification of the MD-1324 & MD-1324A(c)/U Modem with selected RT- 
1107/WSC-3 UHF Transceivers -MIL-STD-188-182A conformance for the MD-1324A Modem 
w/RT-1107(V)17/WSC-3(V) UHF Transceiver  

• Standards Conformance Certification of the MD-1324 & MD-1324A(c)/U Modem with selected RT- 
1107/WSC-3 UHF Transceivers -MIL-STD-188-183 conformance for the MD-1324A Modem w/RT-
1107(V)17/WSC-3(V) UHF Transceiver  

• Standards Conformance Certification of the Ultrahigh Frequency Satellite Communications Terminal -
MIL-STD-188-181B for the RT-1829(P)/S UHF SATCOM Terminal with the VPA-100 HPA -No 
software given. 

• Standards Conformance Certification of the Ultrahigh Frequency Satellite Communications Terminal -
MIL-STD-188-182A for the RT-1829(P)/S UHF SATCOM Terminal with the VPA-100 HPA -No 
software given.  

• Standards Conformance Certification of the Ultrahigh Frequency Satellite Communications Terminal -
MIL-STD-188-183 for the RT-1829(P)/S UHF SATCOM Terminal with the VPA-100 HPA -No 
software given. 

• Standards Conformance Certification of the AN/USC-42 Miniaturized Demand Assigned Multiple 
Access (AN/USC-42 MiniDAMA) -AN/USC-42(V)1(C), AN/USC-42(V)2(C), & AN/USC-
42A(V)2(C) Mini-DAMA MIL-STD-188-181B Conformance Test  

• Standards Conformance Certification of the AN/USC-42 Miniaturized Demand Assigned Multiple 
Access (AN/USC-42 MiniDAMA) -AN/USC-42(V)1(C), AN/USC-42(V)2(C), & AN/USC-
42A(V)2(C) Mini-DAMA MIL-STD-188-182 Conformance Test 

• Standards Conformance Certification of the AN/USC-42 Miniaturized Demand Assigned Multiple 
Access (AN/USC-42 MiniDAMA) -AN/USC-42(V)1(C), AN/USC-42(V)2(C), & AN/USC-
42A(V)2(C) Mini-DAMA MIL-STD-188-183A Conformance Test 

• Standards Conformance Certification of the AN/PSC-5C Shadowfire II (AN/PSC-5C) -MIL-STD-188-
181B conformance for the AN/PSC-5C with the Windermere Hatch SLUD 

• Standards Conformance Certification of the AN/PSC-5C Shadowfire II (AN/PSC-5C) -MIL-STD-188-
182A conformance for the AN/PSC-5C with the Windermere Hatch SLUD 

• Standards Conformance Certification of the AN/PSC-5C Shadowfire II (AN/PSC-5C) -MIL-STD-188-
183 conformance for the AN/PSC-5C with the Windermere Hatch SLUD 

• Standards Conformance Certification of the AN/ARC-210(V) (RT-1747B/C/D w/ MD-1333/A) 
Airborne Communications System (B-52 Configuration) -MIL-STD-188-181 Conformance 
Certification of the AN/ARC-210(V) (RT-1747C/ARC) Airborne Communications System 

• Standards Conformance Certification of the AN/ARC-210(V) (RT-1747B/C/D w/ MD-1333/A) 
Airborne Communications System (B-52 Configuration) -MIL-STD-188-181 Conformance 



 

E-6 

Number of 
Systems Interoperability Status Category 

Certification of the AN/ARC-210(V) (RT-1747D/ARC) Airborne Communications System 
• Standards Conformance Certification of the AN/ARC-210(V) (RT-1747B/C/D w/ MD-1333/A) 

Airborne Communications System (B-52 Configuration) -MIL-STD-188-182 Conformance 
Certification of the AN/ARC-210(V) (RT-1747C/ARC) Airborne Communications System 

• Standards Conformance Certification of the AN/ARC-210(V) (RT-1747B/C/D w/ MD-1333/A) 
Airborne Communications System (B-52 Configuration) -MIL-STD-188-182 Conformance 
Certification of the AN/ARC-210(V) (RT-1747D/ARC)  

• Standards Conformance Certification of the AN/ARC-210(V) (RT-1747B/C/D w/ MD-1333/A) 
Airborne Communications System (B-52 Configuration) -MIL-STD-188-183 Conformance 
Certification of the AN/ARC-210(V) (RT-1747C/ARC) Airborne Communications System  

• Standards Conformance Certification of the AN/ARC-210(V) (RT-1747B/C/D w/ MD-1333/A) 
Airborne Communications System (B-52 Configuration) -MIL-STD-188-183 Conformance 
Certification of the AN/ARC-210(V) (RT-1747D/ARC) Airborne Communications System 

• Standards Conformance Certification of the F-16 MD-1324 & MD-1324A(c)/U Modem with selected 
RT- 1107/WSC-3 UHF Transceivers -MIL-STD-188-181B Standards Conformance for the MD-
1324A Modem w/ RT-1107(V)15/WSC-3(V) UHF Transceiver 

• Standards Conformance Certification of the MD-1324 & MD-1324A(c)/U Modem with selected RT- 
1107/WSC-3 UHF Transceivers -MIL-STD-188-182A Standards Conformance for the MD-1324A 
Modem w/ RT-1107(V)15/WSC-3(V) UHF Transceiver 

• Standards Conformance Certification of the MD-1324 & MD-1324A(c)/U Modem with selected RT- 
1107/WSC-3 UHF Transceivers -MIL-STD-188-183 Standards Conformance for the MD-1324A 
Modem w/ RT-1107(V)15/WSC-3(V) UHF Transceiver 

• Standards Conformance Certification of the AN/ARC-210 (V) (RT-1851(C)/ARC, RT-1794(C)/ARC 
& RT-1824(C)/ARC) Airborne Communications System -MIL-STD-188-181B Conformance for the 
AN/ARC-210(V) (RT-1851(C)/ARC) with the AM-7526/ARC Power Amp. 

• Standards Conformance Certification of the F-16 AN/ARC-210 (V) (RT-1851(C)/ARC, RT-
1794(C)/ARC & RT-1824(C)/ARC) Airborne Communications System -MIL-STD-188-181B 
Conformance for the AN/ARC-210(V) (RT-1851(C)/ARC) with the Milpower HPA 

• Standards Conformance Certification of the AN/ARC-210 (V) (RT-1851(C)/ARC, RT-1794(C)/ARC 
& RT-1824(C)/ARC) Airborne Communications System -MIL-STD-188-182A Conformance for the 
AN/ARC-210(V) (RT-1851(C)/ARC) with the AM-7526/ARC Power Amp. 

• Standards Conformance Certification of the AN/ARC-210 (V) (RT-1851(C)/ARC, RT-1794(C)/ARC 
& RT-1824(C)/ARC) Airborne Communications System -MIL-STD-188-182A Conformance for the 
AN/ARC-210(V) (RT-1851(C)/ARC) with the Milpower HPA 

• Standards Conformance Certification of the AN/ARC-210 (V) (RT-1851(C)/ARC, RT-1794(C)/ARC 
& RT-1824(C)/ARC) Airborne Communications System -MIL-STD-188-183 Conformance for the 
AN/ARC-210(V) (RT-1851(C)/ARC) with the AM-7526/ARC Power Amp. 

• Standards Conformance Certification of the AN/ARC-210 (V) (RT-1851(C)/ARC, RT-1794(C)/ARC 
& RT-1824(C)/ARC) Airborne Communications System -MIL-STD-188-183 Conformance for the 
AN/ARC-210(V) (RT-1851(C)/ARC) with the Milpower HPA  

• Standards Conformance Certification of the AN/PSC-5D Multi-band Multi-Mission Radio (MBMMR) 
-MIL-STD-188-181B conformance for the AN/PSC-5D MBMMR 

• Standards Conformance Certification of the AN/PSC-5D Multi-band Multi-Mission Radio (MBMMR) 
-MIL-STD-188-182A conformance for the AN/PSC-5D MBMMR 

• Standards Conformance Certification of the AN/PSC-5D Multi-band Multi-Mission Radio (MBMMR) 
-MIL-STD-188-183 conformance for the AN/PSC-5D MBMMR 

• Standards Conformance Certification of the AN/PSC-5D Multi-band Multi-Mission Radio (MBMMR) 
-MIL-STD-188-183A conformance for the AN/PSC-5D MBMMR 

• Standards Conformance Certification of the RT-1851A Warrior (RT-1851A) -MIL-STD-188-181B 
Conformance for the AN/ARC-210(V) (RT-1851A(C)/ARC) Airborne Communications System with 
the AM-7526/ARC Power Amp. 

• Standards Conformance Certification of the RT-1851A Warrior (RT-1851A) -MIL-STD-188-182A 
Conformance for the AN/ARC-210(V) (RT-1851A(C)/ARC) Airborne Communications System with 
the AM-7526/ARC Power Amp. 
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• Standards Conformance Certification of the RT-1851A Warrior (RT-1851A) -MIL-STD-188-183 
Conformance for the AN/ARC-210(V) (RT-1851A(C)/ARC) Airborne Communications System with 
the AM-7526/ARC Power Amp. 

• Standards Conformance Certification of the AN/ARC-210 (V) (RT-1851(C)/ARC, RT-1794(C)/ARC 
& RT-1824(C)/ARC) Airborne Communications System -MIL-STD-188-181B Conformance for the 
AN/ARC-210(V) (RT-1851(C)/ARC) with the TC-100LR Power Amp. 

• Standards Conformance Certification of the AN/ARC-210 (V) (RT-1851(C)/ARC, RT-1794(C)/ARC 
& RT-1824(C)/ARC) Airborne Communications System -MIL-STD-188-182A Conformance for the 
AN/ARC-210(V) (RT-1851(C)/ARC) with the TC-100LR Power Amp. 

• Standards Conformance Certification of the AN/ARC-210 (V) (RT-1851(C)/ARC, RT-1794(C)/ARC 
& RT-1824(C)/ARC) Airborne Communications System -MIL-STD-188-183 Conformance for the 
AN/ARC-210(V) (RT-1851(C)/ARC) with the TC-100LR Power Amp. 

• Standards Conformance Certification of the RT-1851A Warrior (RT-1851A) -MIL-STD-188-181B 
Conformance for the AN/ARC-210(V) (RT-1851A(C)/ARC) Airborne Communications System with 
the Milpower Power Amp. 

• Standards Conformance Certification of the RT-1851A Warrior (RT-1851A) -MIL-STD-188-181B 
Conformance for the AN/ARC-210(V) (RT-1851A(C)/ARC) Airborne Communications System with 
the TC-100LR Power Amp. 

• Standards Conformance Certification of the RT-1851A Warrior (RT-1851A) -MIL-STD-188-182A 
Conformance for the AN/ARC-210(V) (RT-1851A(C)/ARC) Airborne Communications System with 
the Milpower Power Amp. 

• Standards Conformance Certification of the RT-1851A Warrior (RT-1851A) -MIL-STD-188-182A 
Conformance for the AN/ARC-210(V) (RT-1851A(C)/ARC) Airborne Communications System with 
the TC-100LR Power Amp.  

• Standards Conformance Certification of the RT-1851A Warrior (RT-1851A) -MIL-STD-188-183 
Conformance for the AN/ARC-210(V) (RT-1851A(C)/ARC) Airborne Communications System with 
the Milpower Power Amp. 

• Standards Conformance Certification of the RT-1851A Warrior (RT-1851A) -MIL-STD-188-183 
Conformance for the AN/ARC-210(V) (RT-1851A(C)/ARC) Airborne Communications System with 
the TC-100LR Power Amp. -No software given. 

• Standards Conformance Certification of the RT-1808A(C)/AN/ARC-231(V)(C) Receiver/Transmitter 
(Skyfire) -CJCSI 6251.01B Compliance for MIL-STD-188-181B/-182A/-183 Conformance for the 
AN/ARC-231 (RT-1808A(C)/U MOD 7) 

• Standards Conformance Certification of the AN/PSC-5D Multi-band Multi-Mission Radio (MBMMR) 
-MIL-STD-188-181B conformance for the AN/PSC-5D MBMMR with the RAMP-25-HP 

• Standards Conformance Certification of the AN/PSC-5D Multi-band Multi-Mission Radio (MBMMR) 
-MIL-STD-188-182A conformance for the AN/PSC-5D MBMMR with the RAMP-25-HP 

• Standards Conformance Certification of the AN/PSC-5D Multi-band Multi-Mission Radio (MBMMR) 
-MIL-STD-188-183 conformance for the AN/PSC-5D MBMMR with the RAMP-25-HP 

• Standards Conformance Certification of the AN/PSC-5D Multi-band Multi-Mission Radio (MBMMR) 
-MIL-STD-188-183A conformance for the AN/PSC-5D MBMMR with the RAMP-25-HP 

11 Standards Conformance Assessment 
• Standards Conformance Assessment of the Wedgetail 737 Airborne Early Warning and Control 

Aircraft -MIL-STD-188-181A Conformance Assessment for the Wedgetail BI System 
• Standards Conformance Assessment of the Ultrahigh Frequency Satellite Communications Terminal -

ViaSAT RT 1829 MIL STD 188-243 Standards Conformance Test 
• Standards Conformance Assessment of the Joint Tactical Radio System (JTRS) Enhanced Multiband 

Inter/Intra Team Radio (MBITR) (JEM) -PRC-148 (V4) JEM SINCGARS 
• Standards Conformance Assessment of the AN/PRC-152 (PRC-152) -PRC-152 Standards 

Conformance SINCGARS 
• Standards Conformance Assessment of the Single Channel Ground and Airborne Radio System 

(SINCGARS) -RT-1523E Standards Conformance 
• Standards Conformance Assessment of the AN/PRC-152 (PRC-152) -PRC-152 Standards 
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Conformance UHF LOS 
• Standards Conformance Assessment of the AN/PRC-152 (PRC-152) -PRC-152 Standards 

Conformance VHF LOS 
• Standards Conformance Assessment of the Joint Tactical Radio System (JTRS) Enhanced Multiband 

Inter/Intra Team Radio (MBITR) (JEM) -PRC-148 (V4) JEM UHF LOS 
• Standards Conformance Assessment of the Joint Tactical Radio System (JTRS) Enhanced Multiband 

Inter/Intra Team Radio (MBITR) (JEM) -PRC-148 (V4) JEM VHF LOS 
• Standards Conformance Assessment of the AN/PRC-152 (PRC-152) -PRC-152 Standards 

Conformance Have Quick 
• Standards Conformance Assessment of the Joint Tactical Radio System (JTRS) Enhanced Multiband 

Inter/Intra Team Radio (MBITR) (JEM) -PRC-148 (V4) JEM Have Quick 
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National Intelligence Portfolio - JTF Interoperability Status 
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Systems Interoperability Status Category 

2 Joint Interoperability Certification 
• Joint Interoperability Certification of the Topographic Production Capability (TPC) Version 3.0.1  
• Joint Interoperability Certification of the Integrated Shipboard Network System (ISNS) AN/USQ-

153A V2  
3 Limited Joint Interoperability Certification 

• Limited Joint Interoperability Certification of the Intelligence Analysis System Family of Systems - 
USMC (IAS FoS - USMC) Version 4.1 

• Limited Joint Interoperability Certification of the Topographic Production Capability (TPC) Version 3 
• Limited Joint Interoperability Certification of the Joint Tactical Terminal (JTT) Block 5  

17 Joint Interoperability Assessment 
• Joint Interoperability Assessment of the Rapid Information Transmission-Exploitation Report Manager 

(RIT- ERM)  
• Joint Interoperability Assessment of the Athena – 2  
• Joint Interoperability Assessment of the Integrated Exploitation Capability (IEC) -IEC (NA) -5.0.1  
• Joint Interoperability Assessment of the Information Access Services (IAS) -IAS -3.1.04 -2/8/2007 
• Joint Interoperability Assessment of the Target Monitoring Assistant (TMA) -TMA and GERT (NA) -

TMA 3.0.5, GERT 1.0  
• Joint Interoperability Assessment of the All-Source Intelligence Environment (ALIEN) -All-Source 

Intelligence Environment (ALIEN) -Landing 2  
• Joint Interoperability Assessment of the Defense Readiness Reporting System (DRRS) -DRRS-

ESORTS Software Interoperability Test -DRRS 1.X /ESORTS 1.X -6/12/2007 
• Joint Interoperability Assessment of the Gemini -GEMINI -3.3.2 -9/9/2007 
• Joint Interoperability Assessment of the TEL-SCOPE (TEL-SCOPE) -Tel-Scope -5-9/17/2007 
• Joint Interoperability Assessment of the Sensitive Compartmented Information Global Command and 

Control System - Integrated Imagery and Intelligence (SCI GCCS-I3) -Sensitive Compartmented 
Information Global Command and Control System - Integrated Imagery and Intelligence (SCI GCCS-
I3) 

• Joint Interoperability Assessment of the Combined Enterprise Regional Information Exchange System-
Maritime Legacy System (CENTRIXS-M Legacy)  

• Joint Interoperability Assessment of the All-Source Intelligence Environment (ALIEN) -Landing 2.0.4  
• Joint Interoperability Assessment of the All-Source Intelligence Environment (ALIEN) Interface -V 

1.0  
• Joint Interoperability Assessment of the Decision Agent (DA) -Decision Agent (Beta Test) (DA) -

3.1.5.1 
• Joint Interoperability Assessment of the Generic Area Limitation Environment (GALE) -Generic Area 

Limitation Environment (GALE) 
• Joint Interoperability Assessment of the Multimedia Message Manager (M3) -Multimedia Message 

Manager (M3) -3.2.2  
• Joint Interoperability Assessment of the Pathfinder For The Web/Text Retrieval Analysis and 

Exploitation (PFWEB/TRAX) -Pathfinder/Text Retrieval Analysis and Exploitation (Pathfinder 
V5.6/TRAX) -1.6 
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APPENDIX G 
 

Homeland Security/Information Assurance Portfolio - JTG Interoperability Status 

Number of 
Systems Interoperability Status Category 

1 Joint Interoperability Certification 
• Joint Interoperability Certification of the Defense Counterintelligence Information System Portico 

(DCIIS Portico) Version 2.6 
2 Limited Joint Interoperability Certification 

• Limited Joint Interoperability Certification of the Naval Fires Control System (NFCS) Version 3.4 
• Limited Joint Interoperability Certification of the PATRIOT/Medium Extended Air Defense System 

(PATRIOT/MEADS) PDB 
15 Interoperability Assessment 

• Joint Interoperability Assessment of the Combined Theater Analyst Vetted Relational System 
(CTAVRS) -Combined Theater Analyst Vetted Relational System (CTAVRS) 

• Joint Interoperability Assessment of the Direct-access User Knowledge Environment (DUKE) 5.1 
• Joint Interoperability Assessment of the Modernized Integrated Database Version 2.1.3 
• Joint Interoperability Assessment of the Enterprise Portal (E-Portal) -Enterprise Portal (E Portal) 

Version 4.3 
• Joint Interoperability Assessment of the Pathfinder For The Web/Text Retrieval Analysis and 

Exploitation (PFWEB/TRAX) -Pathfinder/Text Retrieval Analysis and Exploitation (Re-Test) 
(Pathfinder V5.5/TRAX) -1.5 

• Joint Interoperability Assessment of the Radiant Mercury (Radiant Mercury) -Radiant Mercury (RM) -
4.5 

• Joint Interoperability Assessment of the Web Intelligence Search Engine Information Sphere 
Management (WISE-ISM) -3.0.2 

• Joint Interoperability Assessment of the Integrated Collection and Analysis Requirements System 
(ICARS) -Intelligence Community Multiple Application Program (IC MAP) -OI 1.0 

• Joint Interoperability Assessment of the Defense Intelligence Agency (DIA) Data Broker (DDB) -
Defense Intelligence Agency (DIA) Data Broker (DDB) -1.1.2 

• Joint Interoperability Assessment of the Gemini -GEMINI (GEMINI) -3.3.1 -3/23/2007 
• Joint Interoperability Assessment of the Metadata Extraction and Tagging Service (METS) -Metadata 

Extraction and Tagging Service (METS) (BETA Test) -2 
• Joint Interoperability Assessment of the Measurement and Signature Intelligence (MASINT) 

Requirements System/MASINT Data Broker (MRS/MDB) -Measurement and Signature Intelligence 
(MASINT) Requirements System/MASINT Data Broker (MRS/MDB) -V3.4  

• Joint Interoperability Assessment of the Deployable Harmony Document Exploitation (DOCEX) Suite 
(DHDS) -Deployable Harmony Document Exploitation (DOCEX) Suite (DHDS) -1.7 

• Joint Interoperability Assessment of the Special Operations Identity Dominance - Identification and 
Enrollment System (SOIDS) -Special  

• Joint Interoperability Assessment of the Operations Identity Dominance Biometric Collection and 
Identification Equipment (SOID BCIE)  

1 Standards Conformance Certification 
• Standards Conformance Certification of the Biometric Identification System for Access (BISA) 

Version 0.5  
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APPENDIX H 
 

Interoperability Test Certification Types 
 
           Joint Interoperability Test Certification - JITC issues this certification when a system 
has adequately demonstrated interoperability for at least all critical threshold requirements 
pertaining to a specific increment.  This certification attests that the system’s interoperability is 
sufficient to support a fielding decision.  Evaluation should continue until the status of all 
objective interoperability requirements can be determined and reported. 
 

Limited Joint Interoperability Test Certification - JITC issues this certification when  
a system has adequately demonstrated interoperability for a subset of interoperability 
requirements (has not met all threshold requirements).  A “limited” certification may not be 
sufficient to allow fielding.  If military necessity warrants fielding of the system for the 
demonstrated capabilities, the system sponsor should contact the J-6 to request a formal 
modification of the NR-KPP (or legacy I-KPP) or the Military Communications-Electronics 
Board/Interoperability Test Panel (MCEB/ITP) for an Interim Certificate to Operate (ICTO). 
 

Special Interoperability Test Certification - JITC issues this certification for systems 
or system components (e.g., network infrastructure components) that require interoperability test 
certification but are not subject to the Joint Capabilities Integration and Development System 
(JCIDS) process, and generally do not individually need requirements certified by J-6 (e.g., 
commercial switches being procured to operate in the Defense Switched Network (DSN), in-line 
encryption devices).  JITC will work with J-6 to verify that the item is not subject to J-6 
certification. 
 

Interoperability Assessment - JITC issues this document following testing (Operational 
Assessments (OAs), JITC compatibility and interoperability assessments) to provide feedback 
concerning interoperability strengths and weaknesses when a certification is not appropriate.  An 
interoperability assessment is not sufficient to allow fielding. 
 

Standards Conformance Certification - JITC issues this certification after technical 
testing against published standards/standards profiles documented in the TV-1 created in the 
DISRonline tool to describe the degree of conformance to that standard/profile (e.g., 
conformance to Military Standard (MIL-STD)-188-181 Demand Assigned Multiple Access 
Satellite Communications  (DAMA SATCOM)).  A standards conformance certification is not 
sufficient to allow fielding.  Additional testing beyond that needed for a standard may be 
required to determine compliance with standards profiles. 
 


