JOINT INTEROPERABILITY TEST WAIVER REQUEST

General:

	This process establishes procedures for COCOMs/Services/Agencies (C/S/A) to request a waiver in accordance with the Department of Defense (DoD) Instruction 8330.XX Information Technology (IT) and National Security Systems (NSS) joint interoperability requirements that meet the criteria outlined below.  

Applicability:

	This process will apply to systems when IT or NSS that are used by a single C/S/A that possess no joint system interfaces/information exchanges whether in development or already fielded and do not require Joint Interoperability Testing.

This criterion must be met prior to submitting a test waiver request.  The Joint Interoperability Test Command (JITC) will provide input to the waiver process.  The final decision on the waiver request will be made by the DoD Chief Information Officer (CIO).  If approved, system version will be waived from joint interoperability testing and certification.

*** NOTE ***
	This process is not applicable to systems designated as ACAT I, ACAT IA, or OSD Special Interest.  
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Joint Interoperability Test Waiver Request Process:

· C/S/As and Program Managers (PMs) may request relief from the above requirement via the Joint Interoperability Test Waiver process.

· All requests should be sent to your applicable COCOM/Service/Agency Interoperability Steering Group (ISG) representative (REP) for their review and concurrence (COCOMs will contact the STRATCOM representative for assistance).  Refer to the URL:  http://jitc.fhu.disa.mil/cgi/icpsite/ for a listing of the ISG REPs and copies of these request forms.  If the form is not completed, the request will be returned for completion.

· ISG REPs will ensure requests are complete and valid, to include verifying the system is registered in the Department of Defense Information Technology Portfolio Repository (DITPR).  If the request is not complete and valid, the ISG REP will return it to the PM.

· Once completed and validated by the ISG REP, the ISG REP will send the request via e-mail to the DoD CIO and the JITC Waiver Recommendation mailbox (Waiver.Recommendatio@disa.mil).

· The JITC will review all waiver requests received in the JITC Waiver Recommendation mailbox and provide a recommendation to the ISG REP and DoD CIO. 

· DoD CIO will approve or disapprove the waiver.  If approved, system version will be waived from joint interoperability testing and certification.  The waiver expires if the system undergoes changes that affect joint interoperability, e.g. the system has been upgraded and interfaces have been changed.

	The request will include: the program’s name, the capability(ies) it provides, the existing program funding, the identification of key connectivity requirements, joint interfaces/joint information exchanges, and an OV-1 and SV-1.  DoD CIO will respond to the waiver request via e-mail reporting concur or non-concur with request within thirty (30) days after receiving JITC’s recommendation.  The entire process normally takes approximately sixty (60) days from the time the request is sent to JITC. 

Joint Interoperability Test Waiver Request Form


[bookmark: OLE_LINK1][bookmark: OLE_LINK2]Note:  Send the completed form and required attachments to the appropriate COCOM/S/A ISG REP (see URL: http://jitc.fhu.disa.mil/cgi/icpsite/).  The COCOM/S/A REP will validate the request and forward it to DoD CIO and JITC Waiver Recommendation mailbox (Waiver.Recommendatio@disa.mil) for consideration.  All fields must be completed.  If a field does not apply, enter “Not Applicable” or “N/A”.


Date of Request:  


Section I.  System Name

1. Full Name:  

2. Acronym:  

3. Nomenclature:  

4. Model #:  

5. Version #:  

6. STP # (if assigned):  

7. DoD DITPR ID #:  

Section II.  Contact Information:  

1) COCOM/Service/Agency ISG Representative:  

2) Requesting Agent/ Technical POC:

a) Title or Rank/Name:  

b) Requesting Organization Name:  
Organization Acronym:  

	c) Phone Numbers – Commercial:  (   ) 
DSN:  (   )

	d) Email Address:  


3) Program Manager POC:

	a) Title or Rank/Name:  

	b) Organization Name:  
Organization Acronym:  

	c) Phone Numbers – Commercial:  (   ) 
DSN:  (   )

	d) Email Address:  

	
4) JITC Action Officer (if assigned):

	a) Title or Rank/Name:  

	b) Phone Numbers – Commercial:  (   ) 
DSN:  

	c) Email Address:



Section III.  System Description:  

1) Provide a written description of the system and diagram(s) identifying key operational nodes/system components.  Include all relevant information/ documentation that support a Joint Interoperability Test Waiver.
*** URL for architecture product definitions: 
http://www.defenselink.mil/cio-nii/docs/DoDAF_Volume_II.pdf

TIP:  You may include web pages where additional information can be found.  Electronic versions are encouraged.

· 

2) Provide a legible Concept of Operations OV-1 per the example below as appropriate for the system capability.  Include a legend defining all acronyms.  In addition, or in the absence of an OV-1, provide a high-level textual description of the operational concept.  

[image: ]

3) Provide a legible Systems and Services internodal system-system SV-1 per the example below as appropriate for the system capability.  Include a legend defining all acronyms.  In addition, or in the absence of a SV-1, provide a detailed written description of the systems and services inter-nodal system-to-system interfaces or interconnections.  

[image: ]


4) Provide legible additional DoDAF architectural products that support this Interoperability Waiver request.  Include a legend defining all acronyms.

<Enter Additional Architectural Products Here>


Section IV.  Test Waiver Eligibility Criteria:

If you answer “No” on questions 2-5, explain with additional comments below. (Double click on the desired check boxes=> “Check Box Form Field Option Window”=> Click on the “Checked” Radio Button in the “Default value field)
	
	Yes
	No
	N/A

	1) In order to provide or extend voice services (IAW DoDI 8100.4), does the system require connection to DSN/DRSN/PSTN?  (See Note 1)   

	|_|
	|_|
	

	2) Does the system provide or consume information with ONLY your C/S/A’s systems and only via your C/S/A’s communication capabilities (i.e., is the system a single-Service/intra-Service system)?

	|_|
	|_|
	

	3) If the system provides or exchanges information with other C/S/A systems, are all joint exchanges/interfaces using joint communications capabilities non-critical and/or low risk?
(See Note 2)

	|_|
	|_|
	|_|

	4) If your system utilizes a GPS receiver, is the receiver SAASM compliant? 
	|_|
	|_|
	|_|

	5) Does the system have other C/S/A or joint users?  If yes, describe the nature of the information exchange.  
	|_|
	|_|
	|_|



Note 1. Waivers for telecommunications switches (and associated software releases) procured or leased by the DoD Components, and connected or planned for connection to the DSN or DRSN, shall be forwarded to the DoD Chief Information Officer (CIO) for consideration IAW DoDI 8100.4, Enclosure 3, Paragraph 6 “REQUESTS FOR WAIVERS OF DoD UC POLICY AND ICTOs” on page 22.

Note 2: The term “Non-critical” compares the mission criticality of the system to be waived to those of the systems and users in the joint operational environment.  Add specific details of how interface/information exchange criticality was determined in the comments block below.  This information must be included in waiver requests when answering “YES” to Question #3.


Comments and details to questions above: 
1.__________________________________________________________________________________________________________________________________________________________

2.__________________________________________________________________________________________________________________________________________________________

3.__________________________________________________________________________________________________________________________________________________________

4.__________________________________________________________________________________________________________________________________________________________

5.__________________________________________________________________________________________________________________________________________________________

6.__________________________________________________________________________________________________________________________________________________________



Section V.  PM Questions for Waiver:   (Double click on the desired check boxes=> “Check Box Form Field Option Window”=> Click on the “Checked” Radio Button in the “Default value field)

1) Program Acquisition Category: 
What is program’s acquisition category (ACAT I, II, III, non-ACAT)?
[bookmark: Check1][bookmark: Check2][bookmark: Check3][bookmark: Check4]|_|ACAT I	|_|ACAT II	|_|ACAT III	|_|Non-ACAT
|_|Other____________________

2) Provide rationale for waiving the requirement that all IT & NSS complete a Joint Interoperability Certification.

· 

3) List previous waivers of any versions, increments, blocks, spirals, etc. 

· 

4) How many systems are currently fielded? 

· 

5) How many additional systems will be fielded? 

· 

6) How long has the program/system/capability been fielded? 

· 

7) Have any Interoperability Issues or Operational Concerns been reported/identified during operational use?  If yes, briefly describe the issues and what actions were taken to resolve?

· 

8) Identify any major planned updates, incremental changes, sprints, or spiral development changes?

· 


9) When is the program/system/capability planned to be replaced, upgraded or removed from inventory? 

· 

	9a) Identify the Follow-On system and status?
	
· 

10) Identify any interoperability testing performed to include a summary of the test results.

· 

11) What is the user/operational impact or capability gap if the waiver is not granted; Joint Interoperability Test Certification process is not completed; and DoD CIO recommends removing the system from operational use? 

· 


Section VI.  Justification/Consideration:  Provide any additional information/comments not already included that may be pertinent to approving the joint interoperability test waiver. 

· 




Section VII.  Requesting Agent/PM Attestation:  Have the PM sign and date below or enclose a memorandum signed by the PM requesting a Joint Interoperability Test Waiver AND attesting to the completeness and accuracy of the information provided in the Joint Interoperability Test Waiver request.

I, ____________________________________________________________ (printed name), affirm the information in this request is complete and accurate to the best of my knowledge: 

Signature ______________________________________________________________

Date:  


Section VIII.  ISG Representative Questions for Waiver:

1) Why do you recommend the program/system/capability for a joint interoperability test waiver?

· 

2) From the C/S/A perspective, what is the Interoperability Risk Level (Low, Medium, or High) of the system operating on the GIG without JITC Testing?

· 


Approved by _____________________________________ on __________________ (date) 


[bookmark: Check9][bookmark: Check10]Section IX.  JITC Recommendation:	|_|Concur	|_|Non-Concur 

(Enclose JITC’s recommendation letter on the Joint Interoperability Test Waiver request for this system. Provided by JITC after review.)


Section X.  DoD CIO Decision:

  |_|  Approved    |_|  Disapproved 

                                     Date
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