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JITC STATUS OF INTEROPERABILITY BRIEFING

PURPOSE:  JITC provides two recommendations in this briefing:

· to continue these periodic briefings to the MCEB, with the next one scheduled in August 02, and

· to endorse JITC’s action plan to coordinate with J2 and MIB to identify all intelligence systems, their interoperability requirements, and testing priorities.

INTRODUCTION:  In a 26 November 1999 memorandum for the Deputy Secretary of Defense (subject: Program Decision Memorandum I Tasking), the Director of the Joint Staff recommended that JITC provide periodic briefings to the MCEB concerning the status of interoperability testing. This highlights intelligence systems.

DISCUSSION:  This is the first time JITC has covered intelligence information systems.

80 intelligence systems have been identified that are far enough along in their development cycle to participate in the joint certification process. Collectively these information systems support collection, processing, analysis, production, and dissemination of intelligence information. These 80 known systems are generally in good shape from an interoperability testing perspective and are either certified, approaching certification, or, in the case of a few legacy systems, have been working adequately in the field for many years. However, we know little or nothing about the vast majority (400+) of intelligence systems.

There appears to be a positive trend between Milestone Decision Authority (MDA) and proactive testing. Consistently when there has been MDA involvement and funding support the process has led to certification.

As easily concluded from the briefing, the National Imagery and Mapping Agency’s (NIMA) and the Defense Intelligence Agency’s (DIA) cooperation with JITC has catapulted them to the leading edge of interoperability testing. As examples, the Department of Defense Intelligence Information System (DODIIS) program for NIMA and DIA provided a steady funding stream and most importantly perhaps an emphasis on critical need for interoperability. This allowed them to maintain a consistent testing program.

Bringing in the National Security Agency’s (NSA) and the National Reconnaissance Office’s (NRO) systems for testing has been difficult because of the classified nature of their systems, which contributes to the difficulty of obtaining complete information and are likely the proponent for most of the 400+ unidentified systems.

CONCLUSION:  These interoperability status briefs are useful tools.  In addition to providing broad overviews of particular areas, the pre-brief process results in a number of previously untested systems participating in the interoperability test process.  This allows the systems’ strengths to be verified and their weaknesses to be identified and fixed/mitigated.

The briefing process also provides a means to highlight programs that are having difficulty progressing towards joint interoperability certification and thus may warrant special emphasis on DoD’s Interoperability Watch List.

RECOMMENDATIONS:

JITC continue to provide periodic interoperability MCEB briefs.

Endorse JITC’s action plan to coordinate with J2 and MIB to identify all intelligence systems, their interoperability requirements, and testing priorities.
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