
[bookmark: _Toc2398896]JOINT INTEROPERABILITY RECERTIFICATION REQUEST


General:

[bookmark: _GoBack]PMOs/Sponsors use this form to request a joint interoperability recertification for their Information Technology (IT) and National Security Systems (NSS) in accordance with DoD Instruction (DoDI) 8330.01 and the Joint Interoperability Test Command (JITC) Interoperability Process Guide (IPG).  

Joint interoperability certifications for a specific increment must be renewed periodically or when system, operating environment, or requirements changes occur that affect joint interoperability.  The PMO/Sponsor is responsible for notifying JITC regarding incremental upgrades and other changes affecting interoperability.  Coordination with JITC will identify funding requirements for test and certification.


Applicability:

This form is used when certification is scheduled to expire and the PMO/Sponsor desires recertification without additional retesting.  Refer to the IPG for other recertification situations.  


Recertification Request Process:
[bookmark: cp506]
IPG 2.0 section 5.c.(2)(b) describes the process for recertification requests.  

This process applies to unclassified systems.  Contact the JITC Action Officer for the appropriate process changes when requesting recertification of classified systems.  


Enclosures:

1. ISG Representative Request Validation 
2. Staffing Recommendations
3. JITC Interoperability Determination


Joint Interoperability Recertification Request Form


A. BACKGROUND

System Name:

1) Full Name:  

2) Acronym:  

3) Nomenclature:  

4) ACAT:

5) Model #:  

6) Version #:  

7) STP ID #:  

8) DoD DITPR ID #:  


System Description:  

1) Provide a written description of the system and diagram(s) identifying key operational nodes/system components.  Include all relevant information/ documentation (e.g., DoDIN interfaces, internal/external interfaces, system users) that support recertification.  Ensure all acronyms used in the written description are defined.

*** URL for architecture product definitions: 
http://dodcio.defense.gov/Portals/0/Documents/DODAF/DoDAF_v2-02_web.pdf

TIP:  You may include web page links where additional information can be found.  Electronic versions are encouraged.

2) Provide a legible Concept of Operations OV-1 per the example below as appropriate for the system capability.  In addition, or in the absence of an OV-1, provide a high-level textual description of the operational concept.  Include a legend defining all acronyms.




3) Provide a legible System Interface Description SV-1 similar to the examples below.  Include a legend defining all acronyms.

[image: ]



Interoperability Certification Information:

1) Date of initial Joint Interoperability Certification (include date of most current certification extension date, if applicable):


2) List all current approved requirement/capabilities documentation (CDD, CPD, ISP, etc.).  Include the date of the most current NR KPP Joint Staff Certification.


3) Provide a link to current architecture products.  


Interoperability Information:

1) Specify how many systems are currently fielded:


2) Specify how many additional systems are planned/anticipated and when scheduled to be fielded:


Conditions of Certification:

1) List any conditions of current certification.  


2) Provide explanation of operational impacts.  


3) Provide updated status of the conditions.  





CONTACT INFORMATION:  

Service/Agency ISG Representative:  

Requesting Agent/Technical POC:
1)	Title or Rank/Name:  

2)	Requesting Organization Name:  
		Organization Acronym:  

3)	Phone Numbers – Commercial:  (   )    -    
DSN:     -    
4) Email Address:  

Program Manager POC: 
1)	Title or Rank/Name:  

2)	Requesting Organization Name:  
		Organization Acronym:  

3)	Phone Numbers – Commercial:  (   )    -    
DSN:     -    
4) Email Address:  


JITC POC (check STP):
1)	Title or Rank/Name:  

2)	Phone Numbers – Commercial:  (   )    -    
DSN:     -    
3) Email Address:  




B. SYSTEM CHANGES SINCE CERTIFICATION

Has the system undergone any update, incremental change, or sprint change since that last certification?  If so, describe the update or change in the following sections.

Requirements Changes

Identify any changes in joint requirements that affect joint interoperability.


Technical Changes

Hardware/Software/Firmware Baselines
Provide the Certified and Current Hardware/Software/Firmware Baselines

	Certified Baseline
	Current Baseline

	Equipment
	Software Version
	Hardware Model Number
	Equipment
	Software Version
	Hardware Model Number

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	



Identify any changes, additions, or deletions between the two baselines and describe how that change does or does not affect the interoperability of the system.


List any testing that has been done since the last certification (dates, type of testing, summary of results and test reports if available).  Make test reports available to JITC upon request.  



Operational Changes/Issues

Have any interoperability issues, critical problems, or operational concerns been identified during operational use?  If yes, briefly describe the issues and what actions were taken to resolve them.

Critical Information Exchanges and Status:

	IE#
	Name
	Producer/
Sender ID
	Consumer/
Recipient ID
	Remarks and 
Current Status 

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


Note:  Information for first four columns comes from last certification.  Final column, Remarks and Current Status, come from PMO/Sponsor to justify/show IE is still applicable and functioning.

Example table of critical information exchanges and their status:

	IE#
	Name
	Producer/
Sender ID
	Consumer/
Recipient ID
	Remarks and Current Status

	IE1
	Friendly and Neutral SA (maneuver, sustainment convoy, and aviation unit locations (Position Location Information (PLI))
	CPOF
	JTCW
	Both services also equipped with JCR and receive all PLI via the NOC (Tertiary data flow is NOC publishing USMC PLI that CPOF subscribes to)
Green; validated at DICE 2010, NIE 14.1, JUICE 13, and OEF.

	
	
	JTCW
	CPOF
	Both services also equipped with JCR and receive all PLI via the NOC (Tertiary data flow is NOC publishing USMC PLI that CPOF subscribes to)
Green; validated at DICE 2010, NIE 14.1, JUICE 13, and OEF.

	
	
	CPOF
	CPOF
	Seamless when both services’ clients connected to common Mid-Tier and/or Repository.
When on separate repository architecture, can dual connect clients or ref out data for exchange between repositories.
Green; validated at DICE 2010, NIE 14.1, JUICE 13, and OEF.

	IE2
	Maneuver/C2 Overlays and Graphics
	CPOF
	JTCW
	Green; validated at DICE 2010, JUICE 13 (via K5.17), and OEF.

	
	
	JTCW
	CPOF
	Green; validated at DICE 2010, JUICE 13 (via K5.17), and OEF.

	
	
	CPOF
	CPOF
	Seamless when both services’ clients connected to common Mid-Tier and/or Repository.
When on separate repository architecture, can dual connect clients or ref out data for exchange between repositories.
Green; validated at DICE 2010, JUICE 13, and OEF.



DOTLPF-P Changes

Describe any DOTLPF-P changes that affect joint interoperability.







C. PMO/SPONSOR SUBMISSION

Justification/Consideration – Provide any additional information/comments not already included that may be pertinent to system Recertification.  





Requesting PMO/Sponsor Attestation:  (Have the PMO/Sponsor sign and date below or enclose a memorandum signed by the PMO/Sponsor requesting Recertification AND attesting to the completeness and accuracy of the information provided in the request.) 


I, ______________________ (printed name), affirm the information in this request is complete and accurate to the best of my knowledge: 


Signature: ______________________________  Date: ______________




Enclosure 1 – ISG Representative Request Validation


Why do you recommend the program/system/capability for Recertification?


From the Component perspective, what is the Interoperability Risk Level (Low, Medium, or High) of the system operating on the DoDIN without additional JITC testing?




Approved by ______________________ on __________ (date) 


Enclosure 2 – Staffing Recommendations/Comments


Joint Staff J-6 Recommendation/Comments




From______________________ on __________ (date) 



USSTRATCOM Recommendation/Comments




By______________________ on __________ (date) 



Component (______________) Recommendation/Comments




By______________________ on __________ (date) 



Component (______________) Recommendation/Comments




By______________________ on __________ (date) 



Enclosure 3 – JITC Interoperability Determination


JITC determination based on review of request and staffing recommendations:


_______	Issue New Certification
(Initials)

Or


_______	Desktop Assessment necessary before issuing new certification
(Initials)

Or

_______	Disagree with Request; returned to PMO/Sponsor for Rebuttal Opportunity
(Initials)



By______________________ on __________ (date) 
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