TADIL DEVELOPMENT SYSTEM-CLASSIFIED (TDS-C)

ACCESS REQUEST


1. Action and Access Requested

a. Action:
[ ]Add New User
[ ]Modify User Info.
[ ]Delete User

b. Access Requested:
[ ]Forums

[ ]TADIL Database *

* DO NOT REQUEST ACCESS TO THE TADIL DATABASE WITHOUT SPECIAL, DETAILED JUSTIFICATION! Classified TADIL standards, ICPs, and related information are available in forums. Access to the TADIL database is restricted to a small number of select users with special requirements.


2. User Information

a. Name:


___________________________________________________________

b. Citizenship:

___________________________________________________________

c. Employer/Organization: _________________________________________________________

d. Organization type:

[ ]Government

[ ]Contractor

e. Service/Agency:

[ ]USAF   [ ]Army   [ ]USMC   [ ]Navy   [ ]NSA

   (contractors indicate




Service/Agency supported)
[ ]Other
(Specify: ____________________________)

f. Mailing address:
___________________________________________________________





___________________________________________________________





___________________________________________________________



 Country:
___________________________________________________________

g. E-mail:  Internet:
___________________________________________________________


   SIPRNet:
___________________________________________________________

h. Telephone:
Com:
_______________________  DSN:  ____________________________

                 Secure:   _______________________ 

i. Reason for access:
___________________________________________________________





___________________________________________________________





___________________________________________________________


3. User Security Information

a. SSN:  _______________________

b. Place of birth:  _________________________________  Date of birth: _____________

c. Clearance level: _________________________________  Clearance date: ____________

d. Investigation type:
____________________________  Conducted by: _______________

e. NATO briefing received:
[ ]Yes

[ ]No

f. Security Manager: _____________________________________  Phone: ________________

g. Security Manager’s signature: ______________________________  Date: ____________


4. System Access Information

a. System access method:   [ ]SIPRNet   [ ]STU-III   STU-III CIK: _________________

System/Site certification to process classified information:

b. Security level:  _______________________________________________________________

c. Approving DSS or Government Agency and address:



___________________________________________________________



___________________________________________________________



___________________________________________________________

d. ADP/Network Security Manager: ____________________________ Phone: ______________

e. ADP/Network Security Mgr’s signature: ________________________  Date: __________


5. Contractor Information (contractors only)

a. Referenced contract number: _____________________________  Expires: ____________

b. Contract task(s) that justify access: __________________________________________

c. Contracting Officer: __________________________________  Phone: ________________

d. Contracting Officer’s signature: ___________________________  Date: ____________


6. Service/Agency POC Approval *

I certify the above user’s need to know for the access requested.

a. Name:


___________________________________________________________

b. Organization:

___________________________________________________________

c. Signature:

_______________________________________  Date: ____________

* Access will not be granted without an appropriate signature in this block. Only designated POCs listed at https://disain.disa.mil/tdl/unclass.htm#C/S/A can certify need to know.

7. DISA/IN3-2 Approval

[]Approved
[]Disapproved

Reason for Disapproval: ______________________


Signature:
________________________________________   Date: _________________


Send the request to the appropriate Service/Agency POC for certification of need to know and forwarding to DISA/IN3-2.

INSTRUCTIONS
1. Action and Access Requested

a. Select one of the following options:

Add New User - Create a new account.

Modify User Info. - Change personal information such as name, address, telephone, etc. A change in duty assignment or employer requires a new need to know certification.

Delete User - Delete your own account or another user’s account if you are an administrator of one of the restricted areas or if you are one of the S/A POCs.

b. Select all that are applicable from the following options:

Forums - Access and participation in TADIL-related electronic forums. Permissions and participation rights will vary as appropriate.
TADIL Database - Access to the TADIL database. Permissions will vary as appropriate.
2. User Information

a. Name:
Enter your full name.

b. Citizenship:
Enter the country from which you claim citizenship.

c. Employer/Organization: Enter the company by which you are employed or the organization to which you are assigned.

d. Organization type: Select the type of organization by which you are employed.

e. Service/Agency: Select which DOD Service/Agency you are a member of or which you support. If you select other, please specify which Service/Agency you are a member of or which you support.

f. Mailing address: Enter your commercial mailing address, including the country in which you are located.

g. E-mail address: Enter your commercial and, if available, SIPRNet e-mail address.

h. Telephone: Enter your commercial and, if available, DSN and secure telephone numbers. Secure phone is the preferred method for distribution of account credentials. 

i. Reason for access: Enter the reason for the requested access. If you are requesting access to the TADIL database, please give a detailed justification. When the reason for access no longer exists, please inform the Service/Agency POC or DISA/IN51.

3. User Security Information

a. SSN: Enter your Social Security Number
b. Place and Date of birth: Enter your place and date of birth.

c. Clearance level and date: Enter clearance level granted and the clearance date.

d. Investigation type: Enter the type of investigation used to grant the clearance and who conducted the investigation.

e. NATO briefing received: Check the appropriate block indicating whether or not you have received the NATO security briefing.

f./g. Security Manager: The Security Manager’s name, phone number, signature, and the date signed. 

4. System Access Information

a. Select one of the following options:

SIPRNet - You will access the TDS-C via SIPRNet connection.

STU-III - You will access the TDS-C via STU-III dialup connection. Enter the CIK number of your STU-III.

b. Security level: Enter the security level of the system that will be used to access the TDS-C.
c. Approving DSS or Government Agency: List the agency that approved the site/system to process classified information. 
d./e. ADP/Network Security Manager: The ADP/Network Security Manager’s name, phone number, signature, and the date signed.
5. Contractor Information

a. Referenced contract number: Enter the contract number that requires access to the TDS-C and the expiration date.

b. Contract task(s) that justify access: Specify which task(s) under the contract listed in 5a. that requires access.

c./d. Contracting Officer: The Contracting Officer’s name, phone number, signature, and the date signed.

6. Service/Agency POC Approval

Requests for new accounts must have a need to know certification by a designated Service/Agency POC. The Service/Agency POCs for the CINC Bloc, Army, USAF, USN, USMC, NSA, and JITC are listed at https://disain.disa.mil/tdl/unclass.htm#C/S/A
. Access will not be granted without an appropriate signature in section 5. If none of the Service/Agency POCs listed are appropriate for your request, please contact Capt Ron Wilson, DISA/IN51, 703-681-2356.
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