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P.0. BOX 12798
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w0 Networks and Transport Division (JTE)
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MEMORANDUM FOR DISTRIBUTION

SUBJECT: Special Interoperability Test Certification of Nortel Networks Meridian Switching
Load (MSL)-100 Digital Switching System with Software Release SE06 Specified
Patch Groups with Software Patches DSN09B2J and DSN10B2R

References: (a) DOD Directive 4630.5, “Interoperability and Supportability of Information
Technology (IT) and National Security Systems (NSS),” 5 May 2004
(b) CJCSI 6212.01C, "Interoperability and Supportability of Information
Technology and National Security Systems." 20 November 2003

1. References (a) and (b) establish the Defense Information Systems Agency (DISA), Joint
Interoperability Test Command (JITC), as the responsible organization for interoperability test
certification. Additional references are provided in the enclosure.

2. The Nortel Networks MSL-100 Digital Switching System with Software Release SE06
Specified Patch Groups with Software Patches DSN09B2J and DSN10B2R, hereinafter referred to
as the system under test (SUT), meets the critical interoperability requirements and is certified as
interoperable for joint use within the Defense Switched Network (DSN). The SUT was tested and
met the critical interoperability requirements for joint use within the DSN for the following switch
types: Multifunction, End Office, Small End Office, Private Branch Exchange (PBX) 1, and

PBX 2. The identified test discrepancies shown in reference (c) that remained open have an
overall minor operational impact. This certification expires upon system changes that affect
interoperability, but no later than three years from the date of this memorandum.

3. This certification is based on interoperability testing of the Nortel Networks MSL-100 Digital
Switching System with Software Release SE06 and specified Software Patch Groups conducted
at JITC. Fort Huachuca, AZ, and documented in reference (¢), and regression testing of software
patches conducted on 17 February 2005. Test data review was completed on

24 February 2005. The Certification Test Summary shown in reference (¢) documents the test
results and describes the tested network and system configurations. System interoperability
should be verified before deployment in an operational environment that varies significantly
from the test environment.

4. The interoperability summary of the SUT is indicated in table 1. The interoperability status and
criticality are listed in table 2. The Exchange Requirements (ERs) and Functional Requirements
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(FRs) for each network interface are listed in table 3. The patch groups are listed in table 4. The
SUT product line offers a Remote Switch Unit capability referred to as the Remote Switching
Center. This product line also offers a Voice over Internet Protocol capability. Preliminary testing
was performed on these capabilities, but neither is covered by this certification. Network
Management (NM) capabilities of the SUT platform were tested in accordance with the DISA
NS53 requirements as set forth in references (d) and (e). These references require that a switch
provide NM capabilities via Ethernet, serial Electronic Industries Alliance (EIA-232), or serial
(X.25 or BX.25 variant). The SUT meets the NM requirements through the use of serial EIA-232
and Ethernet connections. This interoperability test summary is based upon evaluation of:

a. The following network interfaces as specified in reference (f): DSN, Defense Red Switch
Network Gateway, Tactical Network Gateway, North Atlantic Treaty Organization Gateway, and

Public Switched Telecommunications Network Gateway.

b. Interface and signaling requirements for trunk, line, and network management interfaces,
and interoperability ERs and FRs derived from reference (g).

c. The overall system interoperability performance derived from test procedures listed in
reference (h).

d. Review of Letters of Compliance submitted by Nortel Networks.

Table 1. SUT Interoperability Summary

Network Critical Status Remarks
- Certified as MFS, EO, SMEO, PBX 1 and PBX 2.
- E1 CAS and CDC certified (DISN-E only).
; - RSU not certified
DSN ertified G
. - - VolIP not certified.
- The identified test discrepancies shown in reference (c) that
remained open have an overall minor operational impact.
DRSN Gateway Yes Certified Met all critical ERs and FRs.
Tactical Gateway Yes Certified Met all critical ERs and FRs.
NATO Gateway No Not Tested
PSTN Gateway Yes Certified Met all critical ERs and FRs.
Legend:
CAS - Channel Associated Signaling MEF3 - Multifunction Switch
CDC - Common Data Channel NATO - North Atlantic Treaty Organization
DISN-E - Defense Information System Network-Europe FPBX 1 - Private Branch Exchange 1
DRSN - Defense Red Switch Network PBX2 - Private Branch Exchange 2
DSN - - Defense Switched Network PSTN - Public Switched Telephone Network
El - European Basic Multiplex Rate (2.048 Mbps) RSU - Remote Switching Unit
EO - End Office SMEC - Small End Office
ERs - Exchange Requirements SUT - System Under Test
FRs - Functional Requirements VolP - Voice over Internet Protocol
Mbps - Megabits per second
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Table 2. Interoperability Status

Trunk Interfaces

Interface & Signaling Critical Status Remarks
PCM-24 T1 (B8ZS/ESF) (AMI/SF) CAS DTMF Yes Certified Met all critical ERs and FRs.
PCM-24 T1 (B8ZS/ESF) (AMI/SF) CAS MFR1 Yes Certified Met all critical ERs and FRs.
PCM-24 T1 (B8ZS/ESF) (AMI/SF) CAS DP Yes Certified Met all critical ERs and FRs.
PCM-30 E1 CAS HDB3 MFR1 Yes Certified Met all critical ERs and FRs.
PCM-24 T1 (B8ZS/ESF) SS7 Yes Certified Met all critical ERs and FRs.
PCM-30 El1 HDB3 5587 Yes Certified Met all critical ERs and FRs.
PCM-24 T1 (B8ZS/ESF) ISDN PRI Yes Certified Met all critical ERs and FRs.
Analog E&M Signaling Type [ Yes Certified Met all critical ERs and FRs.
l)e'fense Line Interfaces
Switched
Network Interface & Signaling Critical Status Remarks
Met all critical ERs and FRs. ISDN
. e N .
TPC ISDN BRI ST and U Interface Q.931 Yes Certified N AN
interaction with EKTS not met.
Operational impact is minor.
TPC 2-Wire analog Yes Certified Met all critical ERs and FRs.
Met all critical ERs and FRs. MLPP
TPC 2-Wire Digital and Analog (Proprietary) No Certified inlcracliol] with the MADN configuration
not met.” Operational impact is minor.
Network Management Interfaces
Interface & Signaling Critical Status Remarks
2
RENEITEE S et ey No Certified Met all critical ERs and FRs.
TCP/IP
TPC EIA-232 Asynchronous @ 9.6 kbps No Certified Met all critical ERs and FRs.
TPC X.25 or BX.25 Synchronous No Not Tested No operational impact.
Defense Red Trunk Interfaces
Switch : ; wy
Interface & Signaling Critical Status Remarks
Network
Gateway TPC 2-Wire analog Yes Certified’ Met all critical ERs and FRs.
Trunk Interfaces
Tactical Interface & Signaling Critical Status Remarks
Netwo
H rk PCM-24 T1 (B8ZS/ESF) (AMI/SF) CAS MFR1 No Certified Met all critical ERs and FRs.
Gateway
PCM-30 E1 HDB3 CAS MFR1 No Certified Met all critical ERs and FRs.
Amslog Eﬁ‘: f'gna]'“g Yes Certified Met all critical ERs and FRs.
Trunk Interfaces
NATO Interface & Signaling Critical Status Remarks
Gateway No Not Tested See note 4.
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Table 2. SUT Interoperability Status (continued)

Commercial Trunk Interfaces
Network Interface & Signaling Critical Status Remarks
Gateway Same Interfaces and Signaling as DSN above Yes Certified” Met all critical ERs and FRs.

LEGEND:

10BaseT - 10 Mbps (Baseband Operation, Twisted Pair) Ethernet ISDN - Integrated Services Digital Network

AMI - Alternate Mark Inversion Ty - International Telecommunication Union

BEZS - Bipolar Eight Zero Substitution kbps - kilobits per second

BRI - Basic Rate Interface MADN - Multiple Appearance Directory Number

CAS - Channel Associated Signaling Mbps - Megabits per second

CAT - Category MFR1 - Multi-Frequency Recommendation |

DP - Dial Pulse MLPP - Multi-Level Precedence and Preemption

DISN - Defense Information Systems Network NATO - North Atlantic Treaty Organization

DRSN - Defense Red Switch Network PCM-24 - Pulse Code Modulation - 24 Channels

DSN - Defense Switched Network PCM-30 - Pulse Code Modulation - 30 Channels

DTMF - Dual Tone Multi-Frequency PM - Program Manager

El - Enropean Basic Multiplex Rate (2.048 Mbps) PRI - Primary Raie Interface

E&M - Ear and Mouth Q931 = ITU Signaling Standard for ISDN

ElA - Electronic Industries Alliance SF - Superframe

EKTS - Electronic Key Telephone System 8587 - Signaling System 7

ERs - Exchange Requirements ST -1SDN BRI Four-Wire Interface

ESF - Extended Superframe suUT - System Under Test

FRs - Functional Reguirements Ti - Digital Transmission Link Level 1 (1.544 Mbps)

HDB3 - High Density Bipolar Three TCPAP - Transmission Control Protocol/Internet Protocol

IEEE - Institute of Electrical and Electronics Engineers, Inc. TPC - Twisted Pair Copper

IEEER(2.3 - IEEE Ethernet Protocol 4] - ISDN BRI Two-Wire Interface

NOTES:

1SDN supplemental services carrently not used in the DISN. The operational impact is minor,

Single directory number enly. Multiple appearance directory numbers (MADN) not certified. The operational impact is minor,

Interoperability Certification of the SUT does not constitute DRSN PM approval for connectivity to the DRSN. Itis the user's responsibility to request connectivity approval directly from the
PM.

Mot all switches are required to perform this function. Operational impact is minimal.

The certification of interoperability with commercial networks was verified based on the review of the vendor's letier of compliance to requirements identified as the “Letier” and " Verify”
items listed in appendix E of reference (d) and specified in tables 2-1 through 2-15 of reference (d).

W —

L

Table 3. SUT Exchange and Functional Requirements

Trunk Interfaces

Interface & Signaling Exchange & Functional Requirements
PCM-24 T1 (BSZS/ESF) (AMISF) CAS | - Tresct Conference
DTMF .

- Hotline services

PCM.24 T1 (BSZS/ESF) (AMUSF) CAS | - System Interface ;
MFR1 s Non-Secure Voice and Data

e Secure Voice and Data (STU-III and STE)
PCM-24 T1 (B8ZS/ESF) (AMI/SF) CAS e NXS56 kbps and NX64 kbps Synchronous Data
Dp s Non-Secure and Secure FAX
* VIC
stne PCM-30 E1 CAS HDB3 MFR1 = i
Switched ) ; - Common Channel Signaling/Signaling System Seven (SS7) (T1 and E1

Detmork ISS7 Mt‘?s ices Digital N k (ISDN PRI only)
- Integrated Services Digital Network ! onty
PCM-24T1 (BSZI/ESE) 851 Attendant services (See note 1.)
System Administration, Measurements, and Service Standards
Y2K (Rollover, Valid, and Invalid Dates)
- Screening, Zone Restriction, and DSN Access Restriction
- Col
- Automated Message Accounting
PCM-24 T1 B8ZS/ESF ISDN PRI - Internal Overload Control
- Automatic Call Gap Manual Controls
- Nailed-Up Connections (T1 and E1 CAS only)
Analog E&M Signaling - Network Integration
Type I - Common Data Channel (T1 and EI CAS only)
- ANSITI1.619a(T1 ISDN PRI and 557 only)

PCM-30 E1 HDB3 887
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Table 3. SUT Exchange and Functional Requirements (continued)

Line Interfaces

Interface & Signalin; Exchange & Functional Requirements
slgnaling hang eq

- Preset Conference

- MLFP

- Hotline services

- ANSITL1.619a

- ISDN supplemental services
- COI

- Call Treatments

- ESP

- DSN Announcements

- Attendant services

- EKTS

- VTC

- NX56 kbps and NX64 kbps Synchronous Data
- Non-Secure Voice and Data

- Secure Voice and Data (STE)

TPC ISDN BRI ST and U Interface
Q.931

- Preset Conference

- MLPP

- Hotline services

- DSN Announcements

- COI

Defense Switched TPC 2-Wire analog - Traffic Measurements
Network {GR-506-CORE) - Attendant services'

- Call Treatments

- ESP

- Non-Secure Voice and Data

- Non-Secure and Secure FAX

- Secure Voice and Data (STU-IIL and STE)

(continued)

- Preset Conference
- MLPP
- Hotline services
- DSN Announcements
TPC 2-Wire Digital and Analog - €Ol
(Proprietary) - Traffic Measurements
- Attendant services'
- Call Treatments
- ESP
- Non-Secure Voice

Network Management Interfaces

Interface & Signaling Exchange & Functional Requirements

CAT 5 TPC IEEE 802.3

10BaseT Ethernet, TCP/IP - Automated Message Accounting

- Traffic Measurements

TPC EIA-232 Asynchronous | - Alarms
@ 9.6 kbps - Man Machine Language

Trunk Interfaces
Defense Red

Switch Network Interface & Signaling Exchange & Functional Requirements

Gateway TPC 2-Wire analog - MLPP
(GR-506-CORE) - Secure Voice (STU-IIT and STE)
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Table 3. Exchange and Functional Requirements (continued)

Trunk Interfaces
Interface & Signaling Exchange & Functional Requirements
Tactical PCM-24 T1 (B8ZS/ESF) (AMI/SF) CAS
Network MEFR1
- MLPP
Gateway PCM-30 E1 HDB3 CAS MFR1 ; o
- Non-Secure Voice
Analog E&M Signaling
Type I
Trunk Interfaces
NATO Interface & Signaling Exchange & Functional Requirements
Gateway
Not tested See note 2.
Trunk Interfaces
PSTN Interface & Signaling Exchange & Functional Requirements
Gateway Same Interfaces and Signaling as DSN :
See note 3.
above
LEGEND:
10BaseT - 10 Mbps (Baseband Operation, Twisted Pair) Ethernet Mbps - Megabits per second
AMI - Alternate Mark Inversion MFR1 - Multi-Frequency Recommendation 1
ANSI - American National Standards Institute MLPF - Multi-Level Precedence and Preemption
BBZS - Bipolar Eight Zero Substitution MSL - Meridian Switching Load
BRI - Basic Rate Interface NATO - North Adlantic Treaty Organization
CAS - Chanmel Associated Signaling NX56 - Data format restricied to multiples of 56 kbps
CAT - Category NX64 - Data format restricted to multiples of 64 kbps
€Ol - Community of Interest PCM-24 - Pulse Code Modulation - 24 Channels
DP - Dial Pulse PCM-30 - Pulse Code Modulation - 30 Channels
DSN - Defense Switched Network PRI - Primary Rate Interface
DTMF - Dual Tone Multi-Frequency PSTN - Public Switched Telephone Network
El - European Basic Multiplex Rate (2.048 Mbps) Q931 - ITU signaling standard for ISDN
E&M - Ear and Mouth SF - Superframe
EIA - Electronic Industries Alliance 587 - Signaling System 7
EKTS - Electronic Key Telephone System ST - ISDN BRI Four-Wire Interface
ESF - Extended Superframe STE - Secure Terminal Equipment
ESP - Essential Service Protection STU-III - Secure Telephone Unit-3" generation
FAX - Facsimile suT - System Under Test
GR - Generic Requirement T1 - Digital Transmission Link Level 1 (1,544 Mbps)
GSCR - Generic Switching Center Requirements T1.619a - 557 and [SDN Signaling Standard for T1
HDB3 - High Density Bipolar Three TCPAP - Transmission Control Protocol/Tnternet Protocol
IEEE - Institute of Electrical and Electronics Engineers, Inc. TPC - Twisted Pair Copper
IEEE802.3 - IEEE Ethemnet Protocol U - ISDN BRI Two-Wire Interface
ISDN - Integrated Services Digital Network VTC - Video Teleconferencing
ITU - International Telecommunication Union YK - Year 2000
kbps - kilobits per second
NOTES:

1 SUT meets all the GSCR exchange requirements for atlendant services with the following consoles: NTAX(9AG, NT4X09AB, and T-Metrics with software release 7102081953,

2 MSL-100s are not currently nsed as NATO Gateway switches; no operational impact

3 The certification of interoperability with commercial networks was verified based on the review of the vendor's letter of compliance to requirements identified as the “Letier” and “Verify”
items listed in appendix E of reference (h) and specified in tables 2-1 through 2-15 of reference (g).
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Table 4. Nortel Networks MSL-100 Software Release SE06

Software Patch Group Identification Numbers

CM (Front End) Patches
AEMS7B2F | CLF36B2F EBN48B2P JEO44B2J MEC14B2J PTA02B2J SAW73B2J TSX59B2F
AEM64B2P | CLF37B2P | FRA83B2D JEO46B2F MEC15B2K | PTCOSB2E | SAW78B2F | VGR34B2D
AEM65B2J | CLF38B2F FYR54B2F JEOS1B2J MEC17B2J PTCO0B2J | SAW72B2K | VGR40B2D
ALHO6B2E | CPH20B2E | GEL90B2F JEO52B2K MEC18B2J PTCO6B2J | SDM46B2E | VGR41B2D
ALHO7B2F | CPH21B2J | GEL94B2F JEOS6B2J MEK20B2E PTC20B2J | SDM47B2E | VGR42B2D
ALP16B2D | CPH26B2E | GEL99B2J JES75B2J MFB78B2E PTC30B2J | SDM49B2E | VGR44B2D
ATM54B2K | CPH28B2E | GOL74B2F JES77B2F MFB85B2D PTC40B2J | SDMSOB2E | VONBOB2E
ATM55B2J | CPH29B2E | GSS18B2J JES78B2J MTY23B2J PTC80B2F | SDMS51B2E VON6&1B2J
ATM56B2P | CPH30B2J | GSS34B2J JES80B2E MTY26B2F PTC81B2J | SDM52B2E VON62B2J
ATM57B2J | CPH35B2J | GSS51B2F JES82B2J MTY29B2F PTC82B2J SEA78B2E VON64B2J
ATMS58B2F | CUT14B2J HDLO7B2P JES84B2J MUT43B2E PTC84B2J SEA82B2D VONB5B2J
ATMS59B2E | CUT37B2E | HOG96B2D JES86B2F MUT46B2E QDJ77B2J SEA85B2D VONB7B2J
ATM60B2J | CUT38B2E | HUL14B2F JES93B2J MUT53B2J | QDJ79B2K | SEA86B2D YAS12B2D
ATM61B2D | CUT40B2E | HUL26B2F JFKo8B2J MUT54B2J QDJ81B2F | SKT33B2R YAS21B2D
ATM62B2E | CUT45B2E | HUL35B2J JFKo9B2J NNT57B2F | QND32B2F | SRS00B2J YAS22B2F
ATM65B2J | CUT48B2E | HUL92B2F JFK95B2D NNT65B82J RAOO9B2F | SRS02B2J YAS23B2D
ATM66B2J | DFGO7B2J IVN43B2E JHHO6B2K NNT81B2F | RAO10B2E | SRS03B2K ZAT16B2D
ATMe8B2J | DOT93B2D IVN44B2E JKKOOB2F PDM51B2D | RAV27B2E | SUN63B2J ZAT18B2K
ATM69B2J | DSNOOB2R IVN46B2P JKKO1B2J PDMS5B2D | RAV28B2P | SWT39B2D ZAT19B2K
ATM70B2J | DSNO1B2J IVN47B2E JSN87B2D PDM57B2D | RAV31B2E | TAV05B2D ZAT20B2D
ATM74B2J | DSNO2B2E IVN49B2E JSNgoB2J PDM60B2D | RDV23B2D | TBF56B2F ZAT22B2E
ATM75B27 | DSN09B2J JAL29B2F JYN16B2F PFY42B2E RFG15B2F | TLW45B2E ZAT23B2E
ATM76B2J | DSN10B2R | JAK30B2J JYN19B2E PFY58B2E RNS21B2J | TPCO2B2E ZAT24B2K
BCI03B2J | DVD14B2F JCl42B2F KAN50B2D PFY60B2F RNS22B2J | TPCO5B2E ZAT25B2J
BHC15B2F | DVD15B2J JCl43B2J KAN51B2E PFY61B2F | RNS24B2K | TTY12B2F ZAT26B2F
BHC22B2D | DVD16B2K JCl44B2J KCO02B2F PFY62B2E | RNS25B2K | TWD10B2D ZAT27B2K
BHC25B2J | DVD17B2J JCl46B2F LABINIT PFYB3B2F | RNS27B2K | TwWH23B2J ZAT30B2J
BHC27B2F | DVD19B2J JCI47B2F MECO03B2E PFY64B2E | RNS20B2K | TXS45B2E Z1G0o0B2J
BHC29B2E | DVD20B2J JCI50B2J MEC04B2E PFYBSB2E | RNS30B2K | TXS49B2J ZIGO3B2E
BHC30B2J | DVD21B2E | JEO36B2K MEC09B2E PFY67B2E RNS32B2J TXS52B2P ZUK71B2D
BMA18B2D | DVD22B2F | JEO37B2F MEC10B2F PIGO3B2D RNS35B2J TXS55B2F ZUK72B2D
BZZ21B2D | DVD23B2J JEO38B2J MEC11B2J PNY13B2F RNS40B2J TXS56B2F ZUK73B2E
BZZ30B2D | DZA12B2J JEO42B2J MEC12B2J PPM99B2F | SAW71B2E | TXS58B2J ZUK74B2E
CKD14B2F
ISN (MS and ENET) Patches

BMA18I2D | CUTA44I2E JSN9312D PDMS512D PDM60I2D SEA82I2D SST2712E VGR34I2D
CUT42I2E | JSN87I2D PDM5112D PDMS5712D PIGO3I2D SEA8612D TWD10I2D VGR4112D

VGR4412D

ZUK7112D

e

A

i

T
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Table 4. Nortel Networks MSL-100 Software Release SE06
Software Patch Group Identification Numbers (continued)

SNT0001A057A| SNTO001A057B |SNT0001A05A6

XPM Patches
DTC
XBC53X14 | XBC96X14 | XIG17X14 | XIGE4X14 | XMV08X14 | XOG41X14 | XRF04X14 | XUT72X14 |XYY58X14
XBC59X14 | XBHO5X14 | XIG24X14 | XIGE8X14 | XMCe2X14 | XOG75X14 | XRP99X14 | XXJ23X14 |XYY62X14
XBC75X14 | XCB13X14 | XIG49X14 | XIG72X14 | XMC63X14 | XPG22X14 | XSI76X14 | XYY00X14 |xvyyosX1i4
XBC81X14 | XDY43X14 | XIG53X14 | XIG95X14 | XMV18X14 | XQM11X14 | XSI86X14 | xyvasxi4 |xzB21x14
XBC88X14 | XIG12X14 | XIG57X14 | XIG98X14 | XMV25X14 | XQM13X14 | XUTe1X14 | XYY61X14 |xzBooX14
XBC91X14 | XIG14X14
PDTC
XAWO00X2X | XAW27X2X | XAW44X2X | XAWE7X2X | XAW73X2X | XAW75X2X | XFH94X2X | XXZ29X2X
XAW11X2X | XWA32X2X | XAW6E4X2X | XAW71X2X | XAW74X2X | XAWT79X2X | XRROIX2X | XXZ37X2X
10
XIG20X2Y | XIGE3X2Y | XlJ2oX2Y | XIJ34X2y | XT184X2Y | XYygaxa2y
XIG88X2Y | XIJ26X2Y | XIJ30X2Y | XIJ35X2Y | XYY83X2Y
LIU Patches
BMA18I2F | PDM51I2F | PDM57I2F | PIGO3I2F | SEA86I2F | VGR34l2F | VGR44I2F
DOTS3I2F | PDM552F | PDM6OI2F | SEA82I12F | TWDI1OI2F | VGR41I2F | ZUK71I2F
EIU Patches
BMA18I2D | CUT4512E | PDM5112D | PDM57I2D | PIGO3I2D | SEA86I2D | VGR34I2D | VGR4412D
CUT37I12E | DOT@3I2D | PDM55I2D | PDMeoI2D | SEA8212D | TWD10I2D | VGR41I12D | ZUK7112D
NIU Patches
BMA18I2D | PDM55I2D | PDM60I2D | SEA86I2D | VGR41I12D | TWD1012D
PDM5112D | PDM57I12D | SEA8212D | VGRB34I12D | VGR44I2D | ZUK7112D
RCC2 Patches
XAH19X7A | XIGE9X7A | XIJO9X7A | XMN16X7A | XUT92X7A | XYROOX7A | XYY78X7A
XBHOBX7A | XIG73X7A | XIJ28X7A | XQM36X7A | XUT94X7A | XYY55XT7A | XYY81X7A
XDJ98X7A | XIG74X7A | XIXOOX7A | XQM38X7A | XUT97X7A | XYYE6X7A | XYY87X7A
XIG30X7A | XIGBIX7A | XMN10X7A | XQMBEBXTA | XUT99X7A | XYYEBXTA | XYY89XTA
DCH Patches
XIG94X2X | XIG99X2X ; T
SPM Patches
oCc3
HDL62S1Q [ KzAsesiQ | MFB71S1Q [ MIL54S1Q | PNY14S1Q [YAS10S1Q
DSP
MFB82S1Q | PNY1551Q ]SNT0001A0055|SNT0001A0576] SPPSLDSP71BA |
VSP
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Table 4. Nortel Networks MSL-100 Software Release SE06
Software Patch Group Identification Numbers (continued)

CEM
AGL4751Q | GUN19S1Q JLC1851Q | JYN13S1Q | KZA65S1Q | MFB7451Q |PDV86S1Q| SMN0251Q

YAS09S1
Q

BZZ1851Q | HDL5451Q JLC2181Q JYN15S1Q | KZA66S1Q | MFB75S1Q |PDV8751Q| SNM10S1Q

BZZ2051Q | HDL56S1Q JSN7351Q | JZR5651Q | KZA70S51Q [ MFB7651Q | PJL94S1Q | SNM19S1Q

SPPSLCEM71
A

CLF7751Q | HDL&0S1Q JSN8251Q | KZA34S1Q | KZA7551Q [MMM13S1Q| PJL96S1Q [SNT0001C000
GAG3351Q | HDL70S1Q JYNo2siQ | KzAsss1Q | MFB70S1Q [MMM10S1Q|PJL97S1Q| YAS03S1Q
GAG3551Q | HDL71S1Q JYNO5S1Q | KZA5851Q | MFB7351Q [ NUN0O3S1Q [PNY1951Q| YAS0451Q

BZZ3251Q | HDL5751Q JSN80S1Q KRI87S1Q | KZA74S1Q | MILB1S1Q | PJL95S1Q

LEGEND:

CEM - Common Equipment Madule MS - Message Switch

CM - Computing Module MSL - Meridian Switching Load

DCH - D Channel Handler NIU - Network Interface Unit

DSP - Digital Signal Processor oc3 - Optical Carrier 3

DTC - Digital Trunk Controller Module PCM-20 - Pulse Code Modulation - 30 Channels
ElU - Ethernet Interface Unit PDTC - PCM-30 Digital Trunk Controller
ENET - Enhanced Network (Fiber) RCC2 - Remote Cluster Controller 2

1Ds - ldentifications SE - Succession Enterprise

ISN - Integrated Service Node SPM - Spectrum Peripheral Module

LIu - Link Interface Unit VSP - Voice Services Processor

LTC - Line Trunk Controller Module XPM - Enhanced Peripheral Module

MLFP - Multi-Level Precedence and Preemption

NOTE: Patch IDs that are bold were applied by Mortel Networks and tested under this certification. They were specifically developed to fix discrepancies associated with
MLPP interaction with call forwarding and voice mail.

5. JITC distributes interoperability information via the JITC Electronic Report Distribution
(ERD) system, which uses Unclassified-But-Sensitive Internet Protocol Router Network
(NIPRNet) e-mail. More comprehensive interoperability status information is available via the
JITC System Tracking Program (STP). The STP is accessible by .mil/gov users on the NIPRNet
at https://stp.fhu.disa.mil. Test reports, lessons learned, and related testing documents and
references are on the JITC Joint Interoperability Tool (JIT) at http://jit.fhu.disa.mil (NIPRNet),
or http://199.208.204.125 (SIPRNet). Information related to DSN testing is on the Telecom
Switched Services Interoperability (TSSI) website at http://jitc.fhu.disa. mil/tssi.

6. The JITC point of contact is Mr. John Hooper, DSN 879-5041, commercial (520) 538-5041,
FAX DSN 879-4347, or e-mail to john.hooper @disa.mil.

FOR THE COMMANDER:
e &
//C‘é ¥ 4 _Cé.-/d(-df -
Enclosures a/s " MANUEL H. GARCIA, JR.
Acting Chief
Networks and Transport Division
Distribution:

Joint Staff J6I, Room-1E565, Pentagon, Washington, DC 20318-6000
Joint Interoperability Test Command, Washington Operations Division, NSWC, ATTN: JT1,
Building 900, 101 Strauss Avenue, Indian Head, MD 20640-5035
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MANAGEMENT BRANCH, ATTN: GS235, Rm. 5SW248A, 5275 Leesburg Pike, Falls
Church, VA 22041

Office of Chief of Naval Operations (N61C22), CNON6/7, 2000 Navy Pentagon, Washington,
DC 20350

Headquarters US Air Force, AF/XICC, 1250 Pentagon, Washington, DC 20330-1250

Department of the Army, Office of the Secretary of the Army, G-6/ASA (ALT), ATTN:
ASAALT (SAAL-SSI), 103 Army Pentagon, Washington, DC 20310-0103

US Marine Corp (C4ISR), MARCORSYSCOM, 2200 Lester Street, Quantico, VA 22134

DOT&E, Strategic and C3I Systems, 1700 Defense Pentagon, Washington, DC 20301-1700

US Coast Guard, COMDT/G-SCE (C4), 2100 2nd Street SW, Washington, DC 20593

Office of Assistant Secretary of Defense, OASD(NII)/DoD CIO, Crystal Mall 3, 7™ Floor, Suite
700, 1931 Jefferson-Davis Hwy, Arlington, VA 22202

Office of Under Secretary of Defense, OUSD(AT&L), Room 3E144, 3070 Defense Pentagon,
Washington, DC 20301

US Joint Forces Command, J61, C4 Plans and Policy, 1562 Mitscher Ave, Norfolk, VA 23551-
2488

Defense Intelligence Agency, ATTN: DS-CIO, Bldg 6000, Bolling AFB, Washington, DC
20340-3342

National Security Agency, ATTN: DT, Suite 6496, 9800 Savage Road, Fort Meade, MD
20755-6496

Commander, Defense Information Systems Agency (DISA), ATTN: GS23 (Mr. Osman), Room
5w23, 5275 Leesburg Pike (RTE 7), Falls Church, VA 22041
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