
Army Software Blocking Policy
1. Purpose. The purpose of this document is to serve as the Army Acquisition Policy for the definition, execution, management, and synchronization of Army software intensive programs. This policy supersedes the software annex contained in the System of Systems (SoS) and Unit Set Fielding (USF) Directive.

2. References.

a. Army System of Systems and Unit Set Fielding Directive 24 May 2001. 

b. Intra-Army Interoperability Certification Policy, 3 December 2000

c. Army Regulation 70-1, Research, Development, and Acquisition, 15 January 1998.

d. Army Regulation 25-1, Army Information Management, 15 February 2000.

e. DoD Regulation 5000.2-R (Interim), Mandatory Procedures for Major Defense Acquisition Programs (MDAPs) and Major Automated Information Systems (MAIS) Acquisition Programs, 23 October 2000

f. DoD Directive 4630.5, Compatibility, Interoperability, and Integration of Command, Control Communications, and Intelligence (C4I) Systems, 12 November 1992 (being updated)

g. DoD Instruction 4630.8, Procedures for Compatibility, Interoperability, and Integration of Command, Control, Communications, and Intelligence (C3I) Systems, 18 November 1992(being updated).

h. CJCSI 6212.01B. Interoperability and Supportability of National Security Systems, and Information Technology Systems, 8 May 2000

3. Scope. This policy applies to all systems that exchange information regardless of their place in the life cycle. The only exception allowed by this policy is for business systems that do not exchange information with tactical Command Control, Communications, Computers, Intelligence, Surveillance, and Reconnaissance (C4ISR) systems.
4. Background. Achieving the goal of an integrated and interoperable warfighting capability is hampered by independent and disjointed process threads extending from requirements to fielding across individual System Developers’ programs. The lack of cohesion is a result of  individual system requirements that are not integrated; cost benefit analysis, testing and evaluation that are system-specific; and system developments that are program-centric. This lack of cohesion across the acquisition process has fostered stovepipe system developments. The current acquisition process will not support the Transformation and acquisition of a synergistic warfighting capability for the Objective Force. What is needed is a process that harmonizes requirements across individual systems. These integrated requirements would feed a cost benefit analysis that looks at impact not from an individual systems perspective, but from an operational impact on Warfighter/Unit capability. A key element is the harmonization of contracts. It is not practical to expect that program executions are and development contracts can be synchronized. Rather, the goal is to ensure that they are harmonized such that they can be adjusted to significant technical and programmatic factors that otherwise would result in costly delay, loss of functionality, etc. The Army has elected to implement SoS software blocking as a means to manage the dependencies between individual system programs. The software-blocking concept is further defined in Annex A.
5. Definitions. Terms used in this policy are defined in Annex B.

6. Block Roles and Management Responsibilities. The Assistant Secretary of the Army for Acquisition, Logistics, and Technology (ASA(ALT)), the Deputy Chief of Staff for Programs (DCSPRO) and the Director for Information Systems, Command, Control, Communications, and Computers (DISC4) shall be responsible for overall Block management. Block management shall be executed through a SoS General Officer Steering Committee (GOSC), SoS Oversight Council (SOC) and Block Execution Integrated Product Team (IPT) defined within this policy. The Block Execution Management Plan (BEMP) and other guidance and direction issued by the GOSC shall be the basis for Block execution by all participants. Decisions of the SoS GOSC, SOC, and Block Execution IPT will be guided as a minimum by the Army Planning, Programming, Budgeting, and Execution System (PPBES) and USF. The requirements, acquisition, sustainment, and test communities shall be responsible for the conduct of requirements determination, software development, interoperability certification, information assurance certification, and evaluation of the software Block. The organizational membership of the GOSC, SOC, and Block Execution IPT is identified in Annex C. Annex D provides additional amplification on Block management roles and responsibilities.

6.1 SoS General Officer Steering Committee. The SoS GOSC is referred to in this policy as the GOSC. The GOSC will be tri-chaired by ASA(ALT), DCSPRO, and DISC4. The GOSC shall provide overall management of software blocking and establish execution priorities for the Block. DCSPRO will serve as the Executive Secretariat for the GOSC. The GOSC responsibilities are defined in Annex D. 

6.2 SoS Oversight Council (SOC). The Colonel (or equivalent level) SOC will be tri-chaired by ASA(ALT), DCSPRO, and DISC4. DCSPRO will serve as the Executive Secretariat for the SOC. In addition to the responsibilities of the SOC defined in Annex D, it shall also provide oversight of the Requirement, Architecture, and BEMP Working Groups (WGs) 

6.2.1 Requirement Working Group. The Requirement Work Group (WG) will be co-led by the Training and Doctrine Command (TRADOC) and Deputy Chief of Staff for Operations and Plans (DCSOPS). The WG shall identify integrated SoS user requirements in support of software blocking. The Block requirements identified by TRADOC shall be approved, validated and prioritized prior to completion of the BEMP. Membership in the Requirements WG is defined in Annex C. 

6.2.2 Architecture Working Group. The Architecture Working Group shall be led by DISC4. The Architecture Working Group shall develop the Block system products and technical architecture profiles in support of software blocking. Membership in the Architecture WG is defined in Annex C.
6.2.3 Block Execution Management Plan Working Group. The BEMP WG lead will be selected by ASA(ALT). The BEMP WG will develop the BEMP. The BEMP lead shall be responsible for ensuring that the BEMP reflect current guidance, direction, and agreements. Decisions of the BEMP WG shall be by consensus and any unresolved major issues brought to the SOC for resolution. The content of the BEMP is depicted by the framework defined in Annex E. Membership in the BEMP WG is defined in Annex C.

6.3 Block Execution Integrated Product Team. The Block Execution IPT chair(s) will be selected by ASA(ALT). This IPT shall serve as the focal point to oversee interoperability and programmatic synchronization among individual system developments. This IPT shall be run by consensus with any unresolved major issues brought to the SOC for resolution. Additional responsibilities of the Block Execution IPT are defined in Annex D. 
7. Software Blocking Segments. Software blocking consists of two segments: Preparation and Software Development. The Preparation segment establishes the entrance criteria for the start of the Software Development segment.

1.1 Preparation Segment. The Preparation segment shall occur during the 18 months preceding the software development segment. The products of the Requirement, Architecture, and BEMP WGs shall be developed during the Preparation segment. An integrated Doctrine, Training, Leader, Organization, Materiel, Soldier (DTLOMS) level review shall be conducted by DCSPRO to ensure sufficient resources have been identified to fully support Block execution. The Preparation segment ends with the approval of the BEMP by the GOSC. Once approved, the GOSC or its designee shall be the sole authority for changes to the BEMP. Annex D provides additional detail on the Block Preparation segment.

1.2 Software Development Segment. The Software Development segment begins with approval of the BEMP by the GOSC. Block systems software developments shall not start until after GOSC approval of the BEMP. In order to allow for software development and as appropriate, system safety and air-worthiness requirements to be completed, the Software Development segment shall be nominally 36 months. The BEMP shall govern execution of the Software Development segment which includes, by references, any other applicable policy or regulation. The Software Development segment ends when all BEMP designated systems have completed their development efforts and successfully passed Interoperability certification, Information Assurance (IA) certification, and SoS evaluation as described in the BEMP. Annex D provides additional detail on the certification and evaluation activities associated with execution of this policy.
8. Exceptions. The BEMP must provide for or the GOSC must approve separately any exceptions to this policy. System Developers shall submit an impact statement to DCSPRO as a member of the SOC before changing their system’s Block configuration controlled baseline. The impact statement shall consist of: the name of the requesting organization; the purpose and rationale for the request; the effect and duration of the exception (if granted); the level of prior coordination with other system developers; the SoS interoperability impact; the operational unit impact; and the impact to current or future Block executions. All exceptions granted under this policy will requires the System Developer to re-certify the system baseline and integrate it into the configuration controlled Block baseline as a condition of release to the field. 
9. Block Fielding. Fielding of SoS software Block will be coordinated and consistent with the USF process as defined by DCSPRO. Fielding of approved emergency modifications to SoS software Block shall comply with the USF process. The System Developer shall notify the SOC of any pending emergency fixes. The information provided shall be the same required under the exception provision of this policy. 

Annex A: Software Blocking Process

A1. This annex is a part of and amplifies the software blocking policy.

A2. Process. Software blocking focuses on requirement determination/prioritization, development, certification, and evaluation of an integrated SoS capability increment. The software blocking process depicted in Figure A1 complements the Unit Set Fielding process. Software blocking harmonizes DTLOMS related materiel developments based on a set of integrated requirements and recognized SoS interdependencies between programs. Overall management and oversight of software blocking is exercised through a GOSC, SoS Oversight Council, and a Block Execution IPT. The concept of SoS software blocking consists of two distinct segments - Preparation and Software Development - that are within the scope of this policy. Fielding/sustainment is addressed in the Army SoS and Unit Set Fielding Directive and related SoS Management plan. 
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Figure A1.  Software Blocking Concept.

Figure A1 depicts the overall process.  A detailed discussion of this process is provided later in this annex. The important point to note is that the Preparation segment has a nominal duration of 18 months and the Software Development segment is nominally 36 months in duration. Figure A2 depicts the relationship between sequential Blocks. The timeline between each Block is nominally 18 months. Thus, as structured, the software blocking process will produce output on a frequency of approximately 18 months.

[image: image2.wmf]Block N Management Per Plan

Block

Software

Availability

Interop

 Cert

Block N+2

Op 

Eval

Individual System Update

•

Requirements

•

Architecture

•

Management

Plan

Block N+2 Management Per Plan

*Drawing Not to Scale

Development Cycle

Block

Software

Availability

Block N Management Per Plan

Interop

 Cert

Block N

Op 

Eval

Individual System Update

•

Requirements

•

Architecture

•

Management

Plan

Block

Software

Availability

Block N+1 Management Per Plan

Interop

 Cert

Block N+1

Op 

Eval

Individual System Update

•

Requirements

•

Architecture

•

Management

Plan

Block

Frequency

Preparation

Segment

Software Development

Segment

Fielding

Sustainment

Segment

Time

Figure A2.  Multi-Block Development Relationship.


Fielding/sustainment is a function of the USF process that is outside the scope of the software blocking policy. However, software blocking is intended to support USF by validating the readiness of software developments to support fielding. 

The transition between each segment is dependent upon one or more policy defined events. Specifically, the transition between the Preparation and Software Development segments is based on the completion of the Block related requirements, architecture, and GOSC approval of the BEMP. The BEMP will form the basis for executing the Software Development segment. The BEMP will contain sufficient detail to ensure harmonization of Block critical and secondary requirements, individual systems development, Software Development certification, and SoS evaluation. The transition from the Block Software Development segment to Fielding/sustainment is based upon the GOSC acceptance of the SOC Block USF readiness recommendation derived from certifications and SoS evaluation results. 

A3. Block Development. Within a Block, individual System Developers will develop/update their software in accordance with the BEMP and with oversight by the Block Execution IPT. The System Developer organization shall define the methodology used to internally develop or modify individual system software. Due to the importance of BEMP identified critical requirements, the Block Software Development segment may be adjusted by the GOSC to ensure the synchronization, implementation, and subsequent fielding of these requirements. However, any slippage due to implementation delays associated with block secondary requirements will not automatically adjust the Software Development timeline, unless directed by GOSC through the SOC.

In support of Block development, individual systems will conduct informal SoS developmental interoperability testing and maintain adherence to informal beta software drop schedules. Where agreements have been made, changes to that agreement must be coordinated and agreed to by all affected parties through the forum of the Block Execution IPT. Once a System Developer has completed their efforts, no changes will be allowed except as provided for by the SOC prior to formal certification and in accordance with exception provisions after certification. The Central Technical Support Facility (CTSF) will identify windows of opportunity to support organization developmental interoperability testing. Individual systems must coordinate directly with CTSF concerning their technical and programmatic support of an informal developmental interoperability test.

Once a system Block software has passed certification and SoS evaluation, it will be put under formal configuration control as a component of the SoS Block baseline. Changes to the SoS baseline on a systems basis shall be in accordance with exception provisions of this policy.

A3.1 Block Software Testing and Certification. Formal certification is an exit criterion for the Software Development segment. The purpose of formal Block interoperability certification is to ensure that System Developer’s implementation conforms to requirement document/functional interoperability requirements, is compliant with the Joint Technical Architecture-Army (JTA-A), and other stipulation that may be contained in the BEMP. The Intra-Army Interoperability Certification Policy and other guidance contained in the BEMP will govern Block certification. For the purposes of this policy, Block certification will be coordinated by DISC4 as a member of the SOC. System Developers are responsible for funding their portion of the scheduled Block level interoperability certification.
In compliance with the stipulation of the Intra-Army Interoperability Certification Policy, the CTSF shall be responsible for conducting Block certification. The CTSF shall assist DISC4 in ensuring that all Systems Developers participating in the Block undergo certification prior to the completion of the Software Development segment or as defined in the BEMP. Interoperability certification will also include backward compatibility to previous Blocks as identified in the BEMP. Successful completion of formal Block interoperability certification and SoS evaluation will provide sufficient technical information to support a USF readiness decision.

Informal compliance and interoperability testing by the System Developers is not a requirement of this policy, but its conduct is strongly encouraged. Early use of System Integration Labs (SILs) at Life Cycle Software Engineering Centers (LCSECs) and Simulation and Training Command (STRICOM) to perform common and critical tests reduces risks and duplication of efforts at many contractor sites. All changes to agreed upon SoS developmental testing shall be coordinated through to the Block Execution IPT and SOC. The CTSF shall identify opportunities for Systems Developers to conduct informal interoperability tests at the CTSF. Changes to agreed upon SoS developmental testing shall be coordinated through the Block Execution IPT and SOC. 

Interoperability problems that have been identified during formal and informal testing will be assessed and reported to the Block Execution IPT to determine if the problem has to be fixed in the current Block or deferred to a subsequent Block. 

A3.2 System of Systems Evaluation. A SoS evaluation shall be conducted in an operational environment, as described in the BEMP, to determine if the software development segment meets its requirements. However, the SoS evaluation is not sufficient in scope to be substituted as a system evaluation in support of acquisition decisions for any one specific system. The SoS evaluation plan will be coordinated through the SOC and Block execution IPT with ATEC as the lead.

A4. Multi-Block Execution. In order to account for rapid technical advancements and evolution in user requirements, a new Block will be started with a Block frequency of approximately 18-months. The combination of an 18 month Block frequency and a 36-month Software Development segment cycle time may result in some System Developers implementing multiple Blocks concurrently. This will result in an overlap of multiple Block schedules. SoS and USF Management Plan will address harmonization of such overlaps.
A5. Block Configuration Control. Block configuration control consists of two distinct elements: SoS Block and Multi-Block. SoS Block configuration control shall be exercised by the SOC with the assistance of the CTSF or other applicable facility, as described in the BEMP. Configuration control of Multi-Blocks will be exercised by the SOC, in concert with DCSPRO as the USF proponent. The System Developers shall exercise system-level configuration control (that links with the Block configuration control) and shall make provisions for coordinating interoperability related system changes through the SOC. The Block Execution IPT shall produce an interoperability matrix that indicates the level of interoperability that exists between Blocks currently under configuration control.

Once a participating system’s Block software has passed certification, it will be put under configuration control.  A legacy system or baseline that has been certified as backwards interoperable to a Block will be put under configuration control to ensure that interoperability is not lost. After participating Block systems have passed SoS evaluation, the Block will be put under Multi-Block configuration control. System Developers planning critical emergency fixes shall ensure that they are integrated into the controlled Block baseline. 

A Block will remain under configuration control until such control is terminated by the GOSC.  
Annex B Terminology and Acronyms

B1. Terminology

Block: Refers to two segments consisting of 1) the preparation segment, 2) a software development segment. Preparation consists of a nominal 18 month requirements determination, validation, and prioritization efforts followed by a nominal 36 months software development, certification, and SoS evaluation segment. 

Block Certification: Refers to the process of assessing an individual system’s conformance to a defined SoS technical profile for the expressed purpose of validating Information Assurance and Interoperability status.
Block Critical Requirements: Refers to those requirements that must be met. 

Block Execution Management Plan: Controlling document that governs the execution of a Block.  
Block Secondary Requirements: Refers to those desired non-critical requirements. 
Beta Software Drops: Software made available to the Block “community” that has partial Block functionality or has not completed formal acceptance testing.

Block Execution Time: The time it takes, nominally 36 months, to complete the SoS software Block defined in the Block Execution Management Plan.

Block Frequency: The planned length of time, nominally 18 months, between the start of two consecutive Blocks.

Final Software Drops: Software that is ready to undergo information assurance, interoperability, and SoS evaluation. 

Information Assurance: Refers to the component of Information Operations that assures DoD’s operational readiness by providing for the continuous availability and reliability of information systems and networks. As such, it provides for the protection of information systems against unauthorized access to or modification of information; the denial of service to authorized users; or the provision of service to unauthorized users (including those measures necessary to detect, document, and counter such threats). 

Operational Architecture: A description (often graphical) of operational elements, task activities, and information flows required to support the warfighter.  The operational architecture defines the type, quality, and quantity of information exchanged to support warfighter tasks.

Preparation Segment: The allocated time, nominally 18 months, to complete the SoS preparation defined in the Block Execution Management Plan.

Software Block: Refers to the interoperable software baseline designed to satisfy the set of integrated SoS Block requirements. 
Software Development Segment: The allocated time, nominally 36 months, to complete the SoS software development, certification, and SoS evaluation as defined in the Block Execution Management Plan.
System Architecture: A description, including graphics, of systems and interconnections for or supporting a warfighting function(s).  Depending upon level of detail required, the system architecture may define the physical connection, location and identification of key nodes and interfaces, circuits, networks, warfighting platforms, software baseline, allocation of component performance parameters, and etc. 
System Developer: For the purposes of this policy, a System Developer may be a Program, Project, Product Manager, Life Cycle Software Engineering Center (LCSEC), or any manager of a program responsible for the development, upgrade, or maintenance of a system.

System of Systems: The collection of systems that share/exchange information which interact synergistically. Other documents outside of this policy may refer to the SoS as “Family of Systems”.

System of Systems Evaluation: Is the process, to include testing and/or data analysis, in determining the degree to which the System of System Software meets its Block requirements. The process examines system performance versus user-defined requirements under operational conditions.

Technical Architecture: The set of rules governing the arrangement, interaction, and interdependence of the parts or elements of systems and SoS’s to ensure they satisfy a specified set of requirements. The technical architecture identifies services, interface standards, and their relationship. It provides the common framework and technical guidelines upon which the SoS technical profile is derived.

Technical Architecture Profile: A subset of the Technical Architecture rules tailored to meet the interoperability requirements of a specific Block. The profile forms the basis for development of common SoS level engineering specifications.

Unit Set Fielding: Refers to the modernization strategy and process that enhances the force through a SoS fielding approach based on delivery of a total organizational warfighting capability rather than individual systems to units. 

B2. Acronyms.

ACSIM

Assistant Chief of Staff for Installation Management

AMC

Army Materiel Command

AROC

Army Requirements Oversight Council

ASA(ALT)
Assistant Secretary of the Army (Acquisition, Logistics, and Technology)

ASA(FM)

Assistant Secretary of the Army (Financial Management)

ATEC

Army Test and Evaluation Command

BEMP

Block Execution Management Plan

C3I

Command, Control, Communications, and Intelligence

C4I

Command, Control, Communications, Computers, and Intelligence

C4ISR
Command, Control, Communications, Computers, Intelligence, Surveillance, and Reconnaissance

CJCSI

Chairman, Joint Chiefs of Staff Instructions

COIC

Critical Operational Issues and Criteria

CTSF

Central Technical Support Facility

DCSINT

Deputy Chief of Staff for Intelligence

DCSLOG

Deputy Chief of Staff for Logistics

DCSOPS

Deputy Chief of Staff for Operations and Plans

DCSPER

Deputy Chief of Staff for Personnel

DCSPRO

Deputy Chief of Staff for Programs

DISC4
Director of Information Systems for Command, Control, Communications and Computers

DoD

Department of Defense

DOI

Directorate of Integration

DSA

Deputy for Systems Acquisition

DTLOMS

Doctrine, Training, Leadership, Organization, Materiel, Soldier

GFE

Government Furnished Equipment

GOSC

General Officer Steering Committee

IA

Information Assurance

IPT

Integrated Product Team

JROC

Joint Requirements Oversight Council

JTA-A

Joint Technical Architecture-Army

LCSEC

Life Cycle Software Engineering Center

MAIS

Major Automated Information System

MDAP

Major Defense Acquisition Program

ORD

Operational Requirement Document

PEO

Program Executive Officer

POM

Program Objective Memorandum

PPBES

Planning, Programming, Budgeting, and Execution System

SIL

System Integration Lab

SOC

SoS Oversight Council

SoS

System of Systems

STRAP

System Training Plan

STRICOM
Simulation Training and Instrumentation Command

TEMP

Test and Evaluation Master Plan

TRADOC

Training and Doctrine Command

UFD

User Functional Description

UIR

User Interface Requirement

USF

Unit Set Fielding

WG

Working Group
Annex C: Organizational Membership

	
	Activities

	Organizations
	GOSC
	SoS

Oversight

Council
	Block

Execution

IPT 

(Note1)
	Working Groups

(Note1,2)

	ACSIM
	Member
	Member
	Member
	Member

	AMC
	Member
	Member
	Member
	Member

	ASA(ALT)
	Tri-chair
	Tri-chair
	Member
	Member

	ASA(FM)
	Member
	Member
	-
	-

	ATEC
	Member
	Member
	Member
	Member

	DISC4
	Tri-chair
	Tri-chair
	Member
	Architecture Lead

	DCSINT
	Member
	Member
	-
	-

	DCSLOG
	Member
	Member
	-
	-

	DCSOPS
	Member
	Member
	-
	Requirements Co-Lead

	DCSPER
	Member
	Member
	-
	-

	DCSPRO
	Tri-chair
	Tri-chair
	Member
	Member

	DSAs
	Member
	Member
	Member
	Member

	PEOs

(Note 3)
	Member
	Member
	Member
	Member

	STRICOM
	Member
	Member
	Member
	Member

	System Developer (Note 3)
	-
	-
	Member
	Member

	TRADOC
	Member
	Member
	Member
	Requirements Co-Lead


  Note 1: ASA(ALT) selects the leads of the Block Execution IPT and BEMP WG.

  Note 2: Members, Leads, and Co-Leads participate in all Working Groups

  Note 3: May include special programs (e.g., Objective Force Task Force Developer)

Block Organization
Software Block participants will be identified in the Block Execution Management Plan. However, each Block may not consist of the same set of Block participants. In general, any Army activity involved in the acquisition, certification, testing, SoS evaluation, training, or logistic support may be involved with Block specification, development, or fielding/sustainment.
Annex D: Description of Software Blocking Management 

D1. Scope. This Annex is a part of and amplifies the Army Software Blocking policy management functions. 

D2. Block Management Responsibilities. The purpose of this policy is not to infringe on the internal management processes within individual programs. Rather, the policy acknowledges the need to put in place oversight mechanisms to ensure that individual system developments achieve and maintain SoS synchronization. The management structure provides a basis for: (1) individual systems to be baselined against a set of integrated requirements, (2) individual programs to be funded to complete Block development, (3) establishment of forums for timely sharing of information between systems developers, (4) verification of interoperability, and (5) an interoperable capability in support of the USF process.

The software blocking policy establishes a GOSC, SOC, and IPTs to manage the execution of this policy. Decision by these bodies will be, as a minimum, guided by the Army PPBES and USF process.

D2.1 SoS General Officer Steering Committee. The GOSC will be the final arbiter of issues associated with the approval and execution of the Block. The GOSC responsibilities include: approval of the BEMP; approval to initiate a Block; resolution of Block issues elevated by the SOC; resolution of Block to Block issues; alignment of Block resources; removal of legacy Block from configuration control; and approval of Block fielding readiness status. In order to execute this responsibility, the GOSC membership will consist of essential Army organizations. Participation of these organizations in the GOSC is intended to ensure that their institutional area of responsibility is factored into the decisions of the GOSC. Additionally, it is expected that the composition of the GOSC will facilitate the software blocking decision making and synchronization process. 

D2.2 SoS Oversight Council. The SOC (through the DCSPRO as the Executive Secretariat) will also be responsible for oversight of the development of the BEMP and coordinating GOSC approval. Any changes to an approved BEMP will be evaluated by the SOC for recommendation and forwarding to the GOSC for final approval, if required. Additionally, the SOC will function as the SoS Interoperability Synchronization Configuration Control Board for all software blocks developed under this policy.  The SOC will delegate execution of configuration control as necessary (e.g., to the Central Technical Support Facility). The SOC will support the development and maintenance of a SoS Management and Configuration Control Plans to govern the relationship between software blocking and other processes outside the scope of this policy (such as the USF process). The SOC is responsible for making recommendations to the GOSC on Block fielding readiness and courses of action to harmonize Block funding. Where appropriate, the SOC will assist in ensuring that software blocking focuses on full DTLOMS synchronization. To execute its responsibilities, the SOC will ensure the GOSC is provided with Block related summaries that address: integrated requirements; architecture; integrated execution/synchronization schedule; funding status; risk; Block-to-Block interoperability; certification; and SoS development evaluation. The required information may be derived from the BEMP. Where appropriate, organizational participation will ensure that functional areas are factored into the activities and decisions of the SOC. 

The Requirements, Architecture, and BEMP WGs chartered by and operating under SOC oversight will be responsible for contributing to the development and continual update of the BEMP.  The Requirements WG will provide input to the Architecture WG.  Both the Requirement and Architecture WGs will provide input to the BEMP WG.  The product to be produced by each WGs is described in Annex E.  Within the parameters of its charter, each WG will define its internal procedures. 

D2.2.1 Requirement Working Group. The Requirement WG will be co-led by TRADOC and Deputy Chief of Staff for Operations and Plans (DCSOPS). The Requirement WG is the forum through which TRADOC will determine and document integrated Army, Joint, and Coalition requirements specific to the Block. The Block requirements determined by TRADOC shall be approved, validated, and prioritized by DCSOPS. The output of the Requirement WG will be documented in a form (e.g., operational architecture) that can be utilized by the Architecture WG and supports harmonization of individual Systems Developer contracts. The output of this forum will be used in the development of the BEMP. System Developers will work with TRADOC as they determine the required capability for the Block. The collaboration between the requirement and systems development communities ensures that the Block requirement baseline is executable. The output of the Requirement WG will be configuration controlled and baselined as a component of the BEMP. Once approved, no changes to the requirement baseline will be allowed except by the direction of the GOSC.

D2.2.2 The Architecture Working Group. The Architecture WG will be led by DISC4. The Architecture Working Group will develop the Block systems and technical architecture profiles in support of software blocking. It will focus on translating user requirements determined by TRADOC and validated, approved, and prioritized by DCSOPS into an SoS architecture and technical architecture profile to support an integrated Block development effort. TRADOC and System Developers will work with DISC4 as they define the Block architecture. The output of this forum will support development of the BEMP and software development. The architecture will be used in the production of the BEMP. The output of the Architecture WG will be configuration controlled and baselined as a component of the BEMP. Once approved, changes resulting from system and technical architecture change proposals must be validated by Block Execution IPT and approved by GOSC or its designee. 
D2.2.3 BEMP Working Group. ASA(ALT) shall appoint the BEMP WG lead. The BEMP WG will use the output of the Requirement and Architecture WGs in the production of the BEMP. As defined in Annex E, Systems Developers will provide program-related information affecting SoS interoperability, harmonization, and synchronization for inclusion into the BEMP. The BEMP WG will integrate the information derived from WGs, system developers, testers, certification authority, and configuration control authorities in the production of the BEMP. The BEMP framework is defined in Annex E. 
D2.3 Block Execution Integrated Product Team. The Block Execution IPT is the forum through which all Systems Developers and evaluators will coordinate execution of the BEMP. ASA (ALT) will designate the Block Execution IPT Chair(s). The Block Execution IPT shall receive, integrate, analyze, and interpret SoS synchronization metrics provided by System Developers. The Block Execution IPT shall assess the impact of the metrics and provide the SOC a continuous risk assessment on the likelihood of successful completion of the Block. The Block Execution IPT is responsible for direct oversight of BEMP execution, maintaining Block related metrics, production of the Software Development segment interoperability matrix, and functioning as an Interoperability Engineering Review Board to interoperability issues related to Software Development segment. 

D3. Software Blocking Segments. Software blocking segments delineates the transition between activities. Within the Preparation and Software Development segments, specific tasks are performed by various proponents in support of SoS requirements determination, system software development, systems certification, and evaluation.

D3.1 Preparation Segment. The Preparation segment shall precede software development segment nominally by 18 months. During the Preparation segment, Block requirements and architecture shall be completed. The requirements and architecture shall be used to support development of the BEMP. The Preparation segment ends with the approval of the BEMP by the GOSC.

D3.2 Software Development Segment. The Software Development segment begins once completion and approval of the BEMP has been satisfied, and the GOSC authorizes the start of software development. These efforts should be completed during the 18 months preceding the start of the Block. During Block execution, individual system developments will be coordinated such that cost, schedule, and technical implementations can be optimized at the Block level. Software development by individual System Developers shall end once the final software drop has been accepted by the SOC and put under Block configuration control. Some System Developers may complete their developments in advance of others. Any subsequent changes to final software that is under configuration control, other than those that have been designated an emergency, must be approved by the SOC upon recommendation of the Block Execution IPT. The segment ends when the Block systems have completed their development efforts and successfully passed certification and SoS evaluation. In order to allow for software development and, as appropriate, system safety and air-worthiness requirements to be completed, the execution cycle time for the Software Development segment is nominally 36 months. Block execution shall be governed by the BEMP that will cite by references other applicable policies and regulations.
D3.2.1 System Developer. For the purpose of this policy, a System Developer may be a Program/Project/Product Manager, a LCSEC, or any manager of a program responsible for the development, upgrade, or maintenance of a system. In addition to this policy, the System Developer shall be responsible for compliance with the referenced directives, instructions and regulations bearing on this policy. The responsibility of individual developers include: ensuring multiple Block execution is factored into Program Objective Memorandum (POM) funding request; supporting the Requirement, Architecture, and BEMP WGs; ensuring full compliance with Block implementation guidance; working with the TRADOC User community and DCSOPS to prioritize and synchronize system unique requirements (i.e., non-Block related changes which may include hardware upgrades, parts obsolescence mitigation, pre- planned product improvements, and re-capitalization efforts); collection and reporting of BEMP defined metrics; and ensuring Block development of training and integrated logistics support. System Developers retain full discretion to employ internal software development methodologies in their development process.

Annex E: Block Execution Management Plan Structure

 The purpose of this Annex is to mandate the minimum type and/or level of information to be included in an actual Block Execution Management Plan. 

E1. Scope. The Block Execution Management Plan defines the requirements, test, certification, and schedules that are the subject of Software Development segment related agreements and approvals for the execution of the SoS Software Block. The BEMP will provide guidance and direction to facilitate contractual actions between System Developers necessary to harmonize software developments. This plan shall be updated, as required, during the Software Development segment to reflect current agreements and approved changes. System Developers shall ensure their programs and contract statements of work (and other binding documents) are consistent with the objectives and timelines of the BEMP.
E2. Proponent. The BEMP WG  appointed by ASA(ALT) shall oversee the development of the BEMP. The BEMP WG develops this plan, for the SOC to gain approved by the GOSC. The baselined products developed by the Requirements and Architecture WGs shall be incorporated, by reference, into the BEMP. As the written guidance and direction for Software Development segment execution, the BEMP shall apply to all systems participating in the Block. Once approved, the GOSC or its designee shall be responsible for updating the BEMP to ensure interoperability synchronization is maintained. Individual System Developers shall produce an appendix to the BEMP that contain requested information in a format that parallel the structure of this annex.  

E3. Relationship to Other Plans. As a minimum, the BEMP shall be consistent with any plan produced to support USF (e.g., SoS Management Plan). Additionally, the BEMP will be modified as required to reflect policy decision by the Army to satisfy intra-Army or Joint requirements. The BEMP will reference the applicable Joint/coalition documents/policies and plans.
E4. Referenced Documents. This paragraph shall list the document identification (number, title, revision, and date) of all documents referenced in the body of this plan. 

E5. Block Processes

E.5.1 SoS Block Process Overview. Provide a top-level overview of the blocking process that the software blocking policy establishes. 
E5.2 Block Management and Oversight. This section identifies the planning and oversight process for the Block. The specific responsibility of each body having Block management and control responsibility will be identified to include any periodic meeting requirements for management oversight bodies. Also identified will be the process for issue resolution and System Developer mechanisms for sharing information that impacts multiple program design, implementation, and contractual requirements.  

E5.3 User Requirements. This section of the BEMP will describe the operational requirements that have been determined, validated and prioritized by the Requirement WG to be included in the Block. These requirements establish the baseline functionality for all systems participating in the Block.

· Determination. A list of the requirements documents that support the functionality baseline will be identified. The document types that may be included consists of  Operational Requirements Documents (ORDs), Capstone Requirements Documents (CRDs), System Training Plans (STRAPs), User Functional Descriptions (UFDs), User Interface Requirements (UIRs), Test and Evaluation Master Plans (TEMPs), Critical Operational Issues & Criteria (COIC), and Operational Architecture products. These documents have to be clearly identified for configuration control purposes. They should include the title of the document with version numbers and dates.  

· Validation. The list of documents that validate the requirements will be identified. This validation will typically occur in the architecture process as part of the Operational Architectures that will apply to the Block. Careful coordination with the Architecture WG will be necessary to ensure that all appropriate architectures have been considered in validating these requirements. Other documents that may be used in validation are AROC and JROC approval memorandums. 

· Prioritization. This section will list the documentation that prioritizes these requirements. Prioritization will also address non-materiel DTLOMS areas to ensure Block level activities are covered. 
E5.4 Architecture. One of the essential entrance criteria for a Block is a SoS architecture decomposition of the TRADOC user (and Operational Architecture) requirement statement. The SoS architecture decomposition is intended to provide sufficient details to allow System Developers to harmonize SoS design details prior to establishing the baseline of their individual contracts. In order to complete the Preparation segment activities, the BEMP must identify what is expected of this activity. In developing the supporting Block architecture, joint and coalition interoperability will be considered. The baseline architecture products and documents, at a minimum, shall identify the type of information agreed to by Requirements an Architecture WGs as necessary to support SoS development, certification, and test activities.

E5.4.1 Operational Architecture. This section will identify the operational architecture and associated baselined documents linked to the user requirements specified for the Block. The operational architecture or related documents will identify the operational concept supporting the Block requirements, information exchange requirements, and supporting information exchange requirements nodal connectivity diagrams. A sufficient detail will be provided in the operational architecture baseline documents to support the development of the system architecture documents. Each product, as a minimum, will be identifiable for configuration management purposes. The identifying information may include document title, version/revision designation, approved/baselined date of documentation, document originator organization and address.
E5.4.2 Systems Architecture. This section identifies the SoS architecture and baseline documents that support the operational architecture. The SoS architecture will identify all systems participating in the Block. At a minimum, the system architecture will include a SoS interface description that depict systems and components interfaces, based on the needs of the Block. Each architecture product, as a minimum, will be identifiable for configuration management purposes. The identifying information may include document title, version/revision designation, approved/baselined date of documentation, document originator organization and address.
E5.4.3 SoS Technical Architecture. This section identifies the technical architecture profile for each system interface identified in the System Interface Description, System Communications Description, and Systems Matrix for this Block. The Technical Profile and technical requirements will be derived from the JTA-A and any other approved source. At a minimum, a technical profile will be developed based on JTA-A reference protocols and standards in sufficient detail to promote a common and interoperable Block implementation by System Developers. Where appropriate, the technical profile will capture necessary information resulting from the System Developer SoS design process. As a minimum, each architecture product (e.g., document or other media) will be identifiable for configuration management purposes.  The identifying information may include document title, version/revision designation, approved/baselined date of documentation, document originator organization and address.

E5.5 Interoperability and Certification Testing. Software blocking requires the SoS Block will be certified as interoperable before it is released for fielding.  Thus, software blocking relies upon both formal and informal interoperability testing to ensure that systems individually and collectively achieve the required capability. The BEMP WG shall identify and SOC shall ensure that the CTSF and other applicable facilities provide reasonable opportunities for Block participants to conduct informal certification and interoperability testing to support System Developer identified risk mitigation efforts. 

E5.5.1 Developmental Interoperability Testing. The BEMP does not seek to intrude on the detailed management prerogatives of the System Developer in executing their program. However, there may be benefit to the Block development effort to leverage informal interoperability testing across the participating Block systems. The intent of this section is to capture any agreements made between Block participants identified in the BEMP and those supporting systems not identified as formal participant in the Block.  The information will be maintained in a table that identifies the systems, dates, and objectives of developmental interoperability testing. Any changes shall be brought to the attention of the Block Execution IPT. As a minimum, the BEMP will identify systems participating in developmental interoperability testing; points of contact for each of the participating systems; test start/stop dates; the top level description of test objectives; and the location(s) of testing.

In addition, the BEMP will identify the available windows at the CTSF for Block-level developmental interoperability testing. Windows will be identified by their start/stop dates, a description of assets available to support testing (e.g., CTSF equipment, facilities, and personnel), and required remote facility interconnect capability 
E5.5.2 Formal Interoperability and Compliance Testing. In direct support of Block certification and interoperability, formal interoperability testing will be conducted to include DoD or any other formal interoperability tests. Where appropriate, compliance will address areas such as Information Assurance verification. The formal testing will be conducted in accordance with the Intra-Army Certification policy, DoD, or other relevant interoperability certification policies. As a minimum, the following information will be maintained and updated in the BEMP: the formal test dates (initial and changes of start/stop dates); a description of required CTSF supporting assets (e.g., equipment, facilities, and personnel); the system/SoS test procedures (test and retest); the system/SoS test communications architecture and instrumentation; the address any remote capabilities that will be supported by CTSF; the system/SoS test schedule delay resolution process (critical/secondary capability and systems); and the system/SoS test failure resolution process (critical/secondary capability and systems).

E5.6 SoS Evaluation. This section describes the SoS evaluation concept that will be associated with this Block. As a minimum, the following information will be identified: the objective and scope (to include security level), the assessment start/stop dates; the location; procedures and criteria; the data collection requirements; the required operational assets participating/supporting Block evaluation (e.g., units, equipment, location); the identification of organizations conducting the evaluation; and the completion date of assessment report.
E5.7 Configuration Control. The intent of this section is to identify the configuration control that will be employed during and after the Software Development segment. The configuration plan will include the roles and functions of the Block Execution IPT when it acts as the Block Engineering Review Board. The configuration plan will include the roles and functions of the SOC when it acts as the SoS interoperability and Block-to-Block Configuration Control Board. The configuration control plan will include the roles and functions of the GOSC when it acts as the Army level DTLOMS synchronizer. Additionally, this section will identify the means by which the Software Development segment product baseline is uniquely identified for configuration control and fielding purposes. The development process for the Block interoperability matrix will be identified.

E5.8 Risk Management. The intent of this section is to define the risk mechanism to be employed during the Software Development segment. Additionally, the metrics to be collected during the Software Development segment will be identified. The goal is to identify any known or significant potential risks and corresponding mitigation or reduction strategies. Individual System Developers will report Block level management indicators up to the Block Execution IPT. As a minimum, the following management indicators will be reported to the Block Execution IPT: impact of “what if” drills that impacts on the Block, schedule variance information, requirement variance information (this includes any problems associated with implementing SoS requirements). As required, the management indicators shall be reported at each meeting of the Block Execution IPT, SOC, and GOSC.
E6. Special Consideration. The intent of this section is to capture any special consideration that may have impact on the execution of the Block to include the collateral impact of adverse program performance. 
E7. SoS Programmatic Synchronization.

E7.1 SoS Block Schedule. This section shall identify and track the overall Block schedule. Any changes to the schedule must be brought to the attention of the Block Execution IPT. The schedule as a minimum shall depict: 

· GOSC/SOC/Block Execution IPT scheduled meetings

· Window for SoS Design activities

· Date SoS operational and technical requirements are baselined

· Date new requirements must be deferred to subsequent Blocks

· Dates for formal/informal interoperability testing dates

· Dates that products are released internal to the Block

· Window for formal Information Assurance and Interoperability Certification

· Window for SoS evaluation

· Date Block is ready to begin fielding

· Who provides what product (i.e., software) as Government Furnished Equipment (GFE) and when transference is to occur

· Which systems are dependent on other systems

· Dates for beta and final software deliveries

· Dates for hardware exchanges between systems 

E8. Block Resources. Each proponent shall identify resource requirements from a DTLOMS (to include testing and SoS evaluation) perspective. All proponents shall support the definition and risk assessment of an integrated Block funding status. Once the BEMP has been approved, all anticipated (e.g., due to what if drills, Army program adjustment, etc) resource variance that cannot be accommodated by the proponent shall be a reportable item to the SOC through the Block Execution IPT.

E8.1 Block Funding Shortfalls. Any participant of a Block that requires resources to successfully execute the Block will identify resource shortfalls. Notification of resource shortfalls will be coordinated through the DCSPRO as the Executive Secretariat to the SOC. The information provided by participants, as a minimum, will be:  

· For each Block system:

· System name

· Funding shortfall for each fiscal year of the Block

· Description of shortfall

· Impact of shortfall (development delay, abridged capability, GFE delivery delay, testing, etc)

· Total shortfall by fiscal year and for the entire Block cycle

Where participation in the Block is the direct result of support being provided to a Block participant, their resource status shall also be monitored. Examples of non-Block resources are:

· Systems that are not participating in an upgrade, but are needed to prove out some SoS requirement or interoperability issues

· Simulators, stimulators, emulators, etc. that are not part of the Block effort 

· Joint assets (e.g., such as aircraft or ships)
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