What Products Must Be Tested for Collaboration Interoperability?

I. To comply with OSD C3I Policy Memo dated 1 Nov 02, subject “DoD Collaboration Interoperability Standards,” the following guidelines apply:

Except as noted below, all products operating on a DoD network, that provide any of the collaboration capabilities mentioned in the memo,

· voice conferencing

· video conferencing

· file sharing

· application sharing

· awareness

· instant messaging

· whiteboarding

must be certified as “interoperable”.

These capabilities are addressed in the first 12 criteria of the “Entrance Criteria Checklist” (see attached).

II. Categories of systems that are not required to be tested at this time are:

Email

Studio-type (H.320) VTC

Operating Systems

III. The need for testing of products that provide the following capabilities will be evaluated on a case-by-case basis:

Websites/Portals

Office Automation packages

IV. If you have remaining questions, contact the DoD Collaboration Management Office, 703.882-1442, DSN 381-1442.

Entrance Criteria Checklist

for

Collaboration Interoperability Partnership Testing Program

Please indicate for each criterion, whether the product for submission supports the corresponding standards.

Note that the answer for each criterion 1-14 must be yes or not applicable for entrance into the program.

	
	Criterion 
	Applicable Standard (or Reference Implementation) for DOD Collaboration 

	1. 
	Coexistence
	DODD 4630.5 (COE Level 5 Compliance) 

	2. 
	Collaborator Status
	HTTP, XML, SOAP, via published API

	3. 
	Conference Discovery
	HTTP, XML, SOAP, via published API

	4. 
	Virtual Space Discovery 
	HTTP, XML, SOAP, via published API

	5. 
	Text conference

Text (IM)
	· NetMeeting, SunForum

· Envoke, Envoke published API

	6. 
	Access Virtual Spaces
	None – Done by demonstration with reference

	7. 
	Join conference
	· H.323 (Audio/Video)

· T.120 (Data)

	8. 
	Share applications
	ITU T.128

	9. 
	Whiteboards
	T.126

	10. 
	Audio
	ITU H.323/G.711

	11. 
	Video
	H.323/H.261

	12. 
	File transfer
	ITU T.127 FTP, http & XML

	13. 
	Authentication, Encryption, Lockdown
	Authentication by password or certificate (PKI), Encryption by SSL or VPN; workstations & servers locked down according to type accreditation requirements

	14. 
	Usability
	

	15. 
	Directory Services
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